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	Executive summary 
	This document presents to MS the proposed tasks of the Maritime Support Services (MSS)

	Action to be taken
	As per paragraph 5

	Related documents
	a) Directive 2002/59/EC
b) SSN 06/8/1 document
c) Minutes of the 16th Meeting of the EMSA Administrative Board


1. INTRODUCTION
The EMSA executive Director proposed to the Administrative Board in his draft Preliminary Work Programme 2007 to set up a permanent presence at EMSA to cover existing 'time critical' (24h/24h) tasks which require permanent quality control and follow-up outside office hours. The most important task of the Maritime Support Services (MSS) is related to the system management of SafeSeaNet. This structure should become operational at the beginning of 2008.
SSN will be the mandatory joint traffic monitoring system of the Member States. EMSA is currently in the process of developing this system in close cooperation with the Member States. Once operational it will be EMSA's and MS responsibility to ensure the good quality, the continuity and the reliability of the data provided by the system. The consequences of failure to do so could obviously be very substantial in cases of emergencies and large scale accidents.

2. Tasks of the EMSA Maritime Support Services
It will be the task of the Maritime Support Services to monitor the exchange of maritime data between the designated maritime users in accordance with the SafeSeaNet system specifications  for the purposes of Safety at sea, pollution prevention, traffic efficiency and statistics production. The potential tasks for EMSA Maritime Support Services with respect to SSN (routine, everyday tasks for ensuring the quality of SafeSeaNet data) are:

Management of the “rejected message”
The SSN data are exchanged in XML format (which means that the messages have to strictly conform to the XML syntax rules. When the SSN central system receives an XML message, the system must check whether it is a "Well Formed" XML message and will validate it against its XML Schema definition (XSD). 

If an error is detected, the SSN central system will automatically produce an ‘InvalidFormat’ status code that will be sent to the message sender. 

A daily task of the operational centre would be to:

· analyze the reasons of rejection and to explain to the MS the measures that have to be taken 

· follow up the remedial actions

· statistically evaluate the most recurrent situation that create rejection 

The results of analyze and the follow up actions should be reported to the SSN Permanent group for the System Status review.

Management of the “warning message”

During the exchange of messages between the data requester/provider and the SSN central system, it may happen that the corresponding XML request/notification has not been successfully processed due to a server problem (e.g. connection problem, database problem, application problem etc). In these cases the SSN core generates warning message in certain circumstances: communication failure, data base trouble, etc….

A daily task of the operational centre would be to:

· analyze the nature of the problem and to explain to the MS concerned the measures that have to be taken

· follow up the remedial actions, and make quick resolution of the problem

· statistically evaluate the most recurrent situation that create problems 

The results of the analysis and the follow up actions will be reported to the SSN Permanent group for the System Status review.

Validation of the Ship database

In accordance with the SSN specification, all new ships created by the SSN users must be validated after internal system check. The validation consists in ensuring that the ship identification fields (ship name, IMO number, MMSI and Call Sign) are coherent and complete. To support the validation, reference Data Bases must be available (Lloyd’s list register, Sirenac, Mars ITU, Equasis), and the operators need to cross check then to upload the correct information.

A regular task of the operational centre would be to:

· Regular random check should be performed in order to validate the reliability of the database against external information (Lloyds list news, EMSA news, etc…)

· follow up should be taken (such as cleaning the invalid data)

Manage specific lists of ships (banned ships, single hull tanker)

According to the SSN specifications, the list of banned vessels and the list of single hull tankers have to be maintained and distributed by EMSA to the SSN users. 

A regular task of the operational centre would be to:

· ensure the list of banned ships conforms to the reference list published by the PMoU secretariat, 

· ensure that the list of Single Hull tanker conforms to the reference list provided by Intertanko, data of the classification societies and reference data bases,

· update these lists whenever changes occur

· manage the alarms and follow up every case, send the report

Manage the Users account

In accordance with the SSN Network and Security reference guide checks must be performed on the user Id. 

Regarding new UserId, a regular task of the operational centre would be to check:

· if the users Identifier details are completed and valid (email, tel/fax, Url, Location), 

· the UserId structure is conform to the recommendation

· the associated set of access rights is in accordance with the functional specifications.

Regarding the management of UserId a regular task of the operational centre would be to:

· edit the updated list of NCA and associated LCAs,

· clean the LCA UserId not in use during the last 12 months,

· manage the Password with the NCA support.

Validate the User Access rights

The SSN users have been designated specific access rights that allow them to get access to specific type of information. 

A regular task of the operational centre will be to control if any abnormal connection or attempt for connection to the SSN system has been occurred. 

Manage the Location Codes (LOCODEs)

A regular task of the operational centre would be to control LOCODEs in order to:

· Check if all requested details are available, 

· Validate the data (phone, fax, email, etc…),

· validate the geographical data,

· Control the coherence of the Locode structure.

· Extract of outdated Locode should be made and communicated to the relevant MS for action. Follow up of action must be ensured.

SSN Certificates validity 

The SSN system is based on certificates which enable the SSN users to exchange data through secured internet connection. All the certificates are time limited. 

A regular task of a reliable SSN system would be to:

· monitor the status of the certificates

· give an alarm (at least 6 months in advance) the MS about their obligation for renewing the certificate. 

System assessment 

To access the compliance of MS with the requirements of SSN, regular checks must be conducted by the EMSA operational centre. 

The assessment would be based on a random checking of a SSN notification, or after an incident or accident. 

Report on activity (statistics)

A regular task of the operational centre would be to produce statistics regarding the SSN activity which will be presented at the SSN workshops. Specific statistics should be also produced on demand.

Ensure Operational helpdesk

A regular task of the operational centre would be to act as permanent point of contact with the Member Sates in the frame work of the Operational activity performed by the system. 

During non working hours, the operational centre would be the point of contact for the Data Centre and the Helpdesk.
3. Conduct of operations

The SafeSeaNet activity is conducted on the 24h day basis with a high level of availability. Running such an operational system during office hours only, with outsourcing to a consultant to supervise the work already outsourced, is not appropriate to ensure a quality of service proportionate to the risks at stake. 

The staff needed to ensure the operational management of SSN will step-by-step be recruited during 2007. In a first phase the task will be carried out during office hours only. In phase 2, when the number of Member States using the system as operational tool will have increased, the operational management function will be continued during weekend days and holiday periods. In phase 3, when the system has become mandatory and fully operational for all Member States (2008) it is intended to provide continuity of service on a 24 h/24h basis.
4. EMSA ADBO DECISIONS
The EMSA ADBO supported a phased approach to recruitment for operational services as set out, based on the evidence of emerging demands. The Board agreed the specific proposals for SSN with four staff to be recruited for the first phase and potentially further staff to be brought in at the second and third phases. SSN would be a very big system with a massive volume of data transactions, ant there were significant uncertainties as to how much support would be required in order to ensure reliable operation. The Executive Director would present reports to the Board in June and November 07, as experience of operating SSN will built up. Further decisions on entering into phase 2 and 3 would be taken in light of that experience. 
5. ACTION REQUIRED

The Member States are invited to note the above information.
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