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	Executive summary 
	This document presents the comments from France about the ICD before getting a validation.

	Action to be taken
	Decisions about the items put to discussion and about the range of complements needed on ICD.

	Related documents
	None


1. Background

The latest version of the « Interface Control Document » (Annex II of SSN 5/3/7, dated March 2006) was submitted by EMSA during the last SafeSeaNet Workshop to reach an agreement upon every Member States.

As a result of the discussion, Member States were invited to provide comments on the document before May 2006. All the comments received were gathered by EMSA in a single document. Some of these comments were agreed and integrated in a new version of the ICD Document (dated 20 June 2006) but some were denied on the ground of para III.1,d of the Workshop 5 Minutes which states that « Any new comments/proposals of the M.S. have to refer to the content of the ICD and to comply with the previous decisions of the SSN group ».

During the last COSS meeting held on September 2006, it was asserted that « The present version has been amended by the SSN WG but is not yet ready for approval by the Member States and the Commission. The Commission Services will continue to develop the ICD, or preferably the IFCD (Interface and Functionalities Control Document) as mentioned in the proposed new Annex III of Directive 2002/59/EC, together with the SSN WG and EMSA. »

In regards with the above points, France would like:

· to put some items to a discussion (part I)

· to list some items for which it should be useful to get more details about (part II)

2. Points submitted to a discussion

Implementation of restricted access to data

Section 4.2.2 – Responsibilities of a “Data requester”

The terms used suppose the fair intention of the requesting user.

The control of access right is up to the responsibility of SafeSeaNet. It is necessary, with the help of convention, to limit the scope of requests of the different users depending of their profile in order to allow them to access only to the pertinent information relative to their activities (i.e.: a port should access only to the information relative only to the ships calling in this port).

See French document SSN 6/4/10 (Access Rights and Visibility Area) for more details on that proposal.

Notifications requirements

Section 5.2.2.1 – Ship AIS Notifications

The terms used forecast to send data every 2 hours when a ship is transiting in a mandatory reporting area. It is better to authorize the possibility to update data at any change of sensor (AIS or radar) than to use the automatic transmission of an updating intermediate message.

Section 5.2.2.2 – Ship MRS timing requirement

It is necessary to accurate the signification of a “ship notification from a ship entering its area of competence” in order to know if the retransmission of a “ship notification message” is possible within a delay of 15 minutes, whether it is a ship entering a SAR area, a mandatory reporting area or a TSS.

3. Points worthy of further definition

Management of failure within communication

By now there is few requirements about how to handle on both side a failure that occurs into data transmission.

Section 5.2.5 – Communication requirements

It is necessary that SafeSeaNet warns SPOC of all service discontinuity in the same conditions than EIS. In general, it is recommended also to accurate the management of incoherent or unreadable messages leading to a rejection (Acknowledge of receipt non OK).

Section 5.5 – Communication requirements (for all types of requests)

It is necessary to accurate an estimated time for which the required 5 connexion trials should occurred.
Section 7.2.2 – General functions of an NCA

It is necessary to accurate what the procedures of substitution should be on after 5 unsuccessful trials of connexion.

Commissioning Tests

Section 6.3.1.1 – SSN Tests, General guidance

It is necessary to accurate as much as possible the scope and area of tests which are necessary for the connexion validation.

By now there is no standard scenario to be run (SSN TestPlan deals only with individual cases to be checked). It is important for example to appraise what happens after several notification on the same ship but with different particulars and then what details are given.

Assessments are made only over technical issues. The content of the message is not cross-checked.

Documents downloading

Notification can be carried out by providing an URL to a relevant document.

These documents are confidential and sensitive not to be world-wide broadcasted.

According to SSN XML Reference Guide, all of these documents are laid down on a secure server for which the only external authorised access is from SSN server (acknowledged by its electronic certificate).

This point should be stated in ICD. 

Some parts seem not to comply with (chapter 5.2.3.2 reads « The address where the “Cargo Manifest” document can be accessed on request shall be provided by the LCA/NCA and made accessible to authorised users. »).

Duration of archives

Extra Proposal

It is recommended to accurate the duration required for keeping available long-sent data in order to preserve the high performance of the data base. Proposal: 3 years for POLREP and SITREP, 20 days for mandatory reports, 2 days for AIS data.
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