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	Executive summary 
	This document presents the consolidated results of the Commissioning Tests carried out by the Member States in the course of March 2005 until February 2006.


	Action to be taken
	As per paragraph 4

	Related documents
	SSN Test Plan 


1. Introduction
The SafeSeaNet participants are invited to note the test activities of the Member States during the period from March 2005 to March 2006. 
2. Commissioning test completeness 

When contacting a Commissioning Test, a Member State must test its conformance with the SSN specifications in interfacing with the European Central Index by notifying SafeSeaNet and responding to requests for details (as data provider) and/or requesting for notification details (as a data requester). The Member States when preparing for a Commissioning Test must note the following points:

1. Acting as a data provider for a particular type of notification, a Member State must test:

a. Its ability to send MS2SSN_<SSN_Not_Type>_Not messages as specified in the ssn-testplan document. In addition,

b. If the notification details can be obtained from the data provider in XML then the Member State must also test its ability to respond to the request by sending a MS2SSN_<SSN_Not_Type>_Res message. 
c. If the notification details are available as a document on a web server (UrlDetails are specified) then access to the Web server to download the document must also be tested in collaboration with the helpdesk personnel.
d. If the notification details are available via a phone/fax (ContactDetails are specified) then the helpdesk will make a phone call to the specified number for confirmation.
2. Acting as a data requester for a particular type of notification, a Member State must test:

a. Its ability to send MS2SSN_<SSN_Not_Type>_Req messages as specified in the ssn-testplan document. In addition,

b. Its ability to receive and process SSN2MS_<SSN_Not_Type>_Res messages. In this case a Member State must also test its ability to receive & decode a document encoded in Base64.

3. TEST ACTIVITIES PER MEMBER STATE 

	2.1 Finland

	Activities: FI
	Data Provider:

· Tested the ability to send Port and Hazmat notifications.

· Tested the ability to respond to requests for Hazmat notification details.

	2.2. Germany

	Activities: DE
	Data Provider:

· Tested the ability to send Hazmat notifications. The details are provided in the form of a document available over the Web.

	2.3 Malta

	Activities: MT
	Data Provider:

· Tested the ability to send Port and Hazmat notifications. Details for Hazmat notifications are provided by phone/fax/email.


	2.4 Netherlands

	Activities: NL
	· CoastGuard DenHelder

Data Provider:

· Tested the ability to send Ship (AIS) notifications.

· Tested the ability to respond to requests for Ship (AIS) notification details.

· Groningen Seaports

Data Provider:

· Tested the ability to send Port and Hazmat notifications. Details for Hazmat notifications are provided by phone/fax/email.

· Port of Rotterdam

Data Provider:

· Tested the ability to send Port and Hazmat notifications. Details for Hazmat notifications are provided by phone/fax/email.


	2.5 Poland

	Activities: PO
	Data Provider:

· Tested the ability to send Port, Ship (AIS), Hazmat, Security and Alert notifications.

· Tested the ability to respond to requests for Ship (AIS) and Hazmat notification details. Security and Alert notification details are provided via phone/fax/email.

Data Requester:

· Tested the ability to request for Port, Ship and Hazmat notification details.


	2.6 Spain

	Activities: ES
	Data Provider:

· Tested the ability to send Port and Hazmat notifications. The details are provided in the form of a document available over the Web.


4. Commissioning Test Consolidated results

	 
	Data Provider (MS2SSN)
	Data Request (MS2SSN)

	
	 

	
	Por_Not
	Ship_Not
	Hazmat_Not
	Sec_Not
	Alert_Not
	Ship_Res
	Hazmat_Res
	Sec_Res
	Alert_Res
	Port_Req
	Ship_Req
	Hazmat_Req
	Sec_Req
	Alert_Req

	Finland
	01/19/06
	
	01/19/06
	
	
	
	01/19/06
	
	
	
	
	
	
	 

	Germany
	 
	
	12/12/05
	
	
	
	
	
	
	
	
	
	
	 

	Malta
	09/26/05
	
	09/26/05
	
	
	
	
	
	
	
	
	
	
	 

	Netherlands
	 

	 CoastGuard DenHelder
	
	06/22/05
	
	
	
	06/22/05
	
	
	
	
	
	
	
	 

	 Groningen Seaports
	09/21/05
	
	09/21/05
	
	
	
	
	
	
	
	
	
	
	 

	 Port of Rotterdam
	10/05/05
	
	10/05/05
	
	
	
	
	
	
	
	
	
	
	 

	Poland
	11/30/05
	11/30/05
	11/30/05
	02/15/06
	02/15/06
	11/30/05
	11/30/05
	
	
	11/30/05
	11/30/05
	11/30/05
	
	 

	Spain
	10/18/05
	 
	10/18/05
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 


5. CONCLUSIONS

The conclusions deriving form these tests are the following:
a. The tests contacted concern only the SafeSeaNet XML interface. The SSN Web interface was primarily used for confirming the test results.

b. The majority of the Member States that carried out commissioning tests during the reporting period (March 2005 – March 2006) have tested the sending mainly Port and Hazmat notifications. Poland has tested the sending of all types of notifications and requesting details of Port, Ship and Hazmat notifications.

c. The majority of the Member States provide details for notifications either by phone/fax/email or in the form of a document available over the Web.

d. All the Member States produced a commissioning test report with the results, however we noticed a room for improvement in the areas of test data preparation. We also noticed that in a number of cases test data are not adequate. Special attention should be paid to the validity of the data used for testing (e.g. the time a notification is sent, the TestID, the phone/fax/email details provided and the URLs for the downloading of the documents for notification details).

e. The test did not verify the ability of the Member States server(s) to validate the SSN certificate. The helpdesk has no direct access to the member state client applications to validate the local XML implementation and administrative set-up.

f. A number of incidents have been reported concerning bugs in SSN Core. The bugs have been logged and discussed with EMSA for further action.

4.   ACTION REQUIRED

Member States are invited to note and comment upon the issues presented in this paper in the context of future strategies for SafeSeaNet.
EMSA, BE-1049 Bruxelles - Belgium. Telephone: (32-2) 7020200
Office: Rue de Genève 12 (G-12), fax: (32-2) 27020317

http://www.emsa.eu.int

