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	Executive summary 
	This document describes the interface between the AIS National System and the National Proxy. The objective of the document is to provide guidance to the participating countries for exchanging AIS data with the AIS MED Regional Server. 

	Action to be taken
	As per paragraph 5

	Related documents
	


1. Introduction 
This document describes the interface between the AIS National System and the National Proxy. The objective of the document is to provide guidance to the participating countries for exchanging AIS data with the AIS MED Regional Server. The document describes how to supply data, and how to subscribe to data. The interface described within the present document has to be considered valid for both the demonstrator phase and the final release.

2. References / data formats

	Reference Name 
	Comments 

	IEC 61162-1 
	Maritime Navigation and Radio communication Equipment and Systems 

Part 1: Single talker and single listeners", as revised 2001. 

Edition 2.0. 

	IEC/PAS 61162-100 
	Maritime Navigation and Radio communication Equipment and Systems – Digital interfaces - Part 101: Single talker and multiple listeners – Extra requirements to IEC 61162-1 for the UAIS 

Edition 1.0 

	IEC/PAS 61162-101 
	Maritime Navigation and Radio communication Equipment and Systems 

Part 101: Single talker and multiple listeners – Modified sentences and requirements for IEC 61162-1. 

Edition 1.0 


The data exchanged among the AIS National System, National Proxies are formatted in accordance with the following standards: IEC 61162-1, IEC/PAS 61162-100 and IEC/PAS 61162-101 (AIS messages are wrapped in the VDM or VDO sentences, resembling the output on the Presentation Interface of a Base Station). 

3. Connection between AIS National System and National Proxy 

AIS messages exchange between AIS National Systems and National Proxies is based upon a TCP/IP connection, by the mean of an adequate socket. 

The National Proxy can be configured to support different methods of connection, to ease the interface between the National Proxy and different implementations of the AIS National Systems. In particular, the National Proxy can behave either as a server or as a client application.

When behaving as a server application

When behaving as a server application, the National Proxy shall listen on a configurable TCP port for incoming connections from the related AIS National System. In this case the AIS National System is responsible to start the TCP/IP connection to the National Proxy at the IP2 address and port. Once the connection is established, the National Proxy shall forward each AIS message sent by the AIS National System to the Regional Server. Optionally, if supported by the AIS National System, authentication of the AIS National System can be enabled on the National Proxy. In this case the AIS National System is responsible to send a correct username and password to enable AIS data forwarding to the Regional Server.


Step 1 – Start connection


Step 2 – Optional authentication 


Step 3 – Data pushing 

When behaving as a client application

When behaving as a client application, the National Proxy is responsible to start the TCP/IP connection to the AIS National System at the IP1 address and port. Once the connection is established, the National Proxy will forward each AIS message sent by the AIS National System to the Regional Server. Optionally, if requested by the AIS National System, authentication of the National Proxy on the AIS National System can be enabled. In this case the National Proxy will send a username and password, as configured by the National Proxy administrator, to the AIS National System to establish the connection. 



Step 1 – Start connection

Step 2 – Optional authentication 

Step 3 – Data pushing 

4. Subscriber functionality

The data feed from the National Proxy to the AIS National System is also carried out through a TCP/IP socket connection. In this case the National Proxy behaves as a server, listening for incoming connections from subscriber applications (eg. AIS targets viewer) on a configurable TCP port (port3). In this case the subscriber application is responsible to start the TCP/IP connection to the National Proxy at the IP2 address and port3. Once the connection is established, the National Proxy will forward each AIS message received from the Regional Server to the subscriber application. Optionally, if supported by the subscriber application, authentication of the subscriber application can be enabled on the National Proxy. In this case the subscriber application is responsible to send a correct username and password.


Step 1 – Start connection

Step 2 – Optional authentication

Step 3 – Data pushing

5. Action requested

Participating countries will have to provide the following information:

a) Specify if their own AIS National System in performing the connection with the related National Proxy will act as a “server” or as a “client”;

b) Mention if the related National Proxy will have to be set in order to support the authentication process. In other words if the AIS National System (when acting as a server) is capable to provide username and password to the National Proxy;

c) Confirm that data ingested by the AIS National System are compliant with the documents listed within paragraph 2 of the present document.
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