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	Executive summary 
	This document presents a proposal to acknowledge the receipt of all Request and Response messages with a SSN_Receipt message indicating whether the notification message has been successfully validated and processed, or not.

	Action to be taken
	As per paragraph 5

	Related documents
	a. SSN 5/4/10 document

b. Paragraph IV.10of SSN 5 minutes


1. INTRODUCTION
At SSN 5 EMSA presented the document SSN 5/4/10 to explain the need of using the SSN receipt in case of an Invalid request received by the SSN core. The delegations agreed to implement the EMSA proposal in SSN v1.8 and to consider the suggestion of Greece to acknowledge all messages transmitted to the European Index Server (EIS) with a SSN_Receipt message.

This document proposes the acknowledgment of all messages, including Notifications, Requests and Responses, transmitted to the European Index server with a SSN_Receipt message.

2. CURRENT SITUATION

Based on the XML Ref. Guide, the goal of the SSN_Receipt message receipt is twofold:

· It must be sent by SafeSeaNet as the confirmation message (indicating whether the notification message has been successfully validated and processed, or not) to every notification message (MS2SSN_<SSN_Not_Type>_Not) received from the Member States.

· When a received response (MS2SSN_<SSN_Tx_Type>_Res or SSN2MS_<SSN_Tx_Type>_Res) is not well-formatted (not XML compliant) or not valid (not compliant to corresponding XSD), this message receipt must be sent to the response's sender to indicate an InvalidFormat error.
In addition and as agreed at SSN 5, the EIS sends the SSN_Receipt message to indicate to the Data Requester that an error occurred after an MS2SSN_<SSN_Tx_Type>_Req request message is received. 

The following figure illustrates the aforementioned cases.
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In summary:

· All XML messages sent to the EIS are merely acknowledged with a HTTP ‘202 Accepted’ status code indicating the message was delivered to the recipient.

· Every invalid message (Notification, Request and Response) sent to the EIS will get in response a SSN_Receipt  with status “InvalidFormat”. 

· Every valid Notification message sent to the EIS will receive in response a SSN_Receipt message with status code ‘OK’.

The current version of SSN v1.8 implements the aforementioned specifications. 

3. EMSA ANALYSIS

Based on the current situation every Request and Response message sent to the EIS will merely be acknowledged only with a HTTP ‘202 Accepted’ status code. 

What is proposed in this document is to extend the current situation and acknowledge receipt of the Request and Response messages sent to the EIS with an SSN_Receipt message.

The SSN_Receipt will confirm:

a) The successful delivery of a Request or a Response message.

b) That the Request or the Response message is or not well-formatted (XML compliant) and is or not valid (compliant to the corresponding XSD). NOTE: The SSN_Receipt is send synchronously and thus cannot confirm that a request or a response message was processed successfully.
The SSN_Receipt message is sent by making use of the same HTTPS connection that is used for the initial incoming XML message. In other words, the SSN_Receipt message is sent synchronously. 

Technical considerations for the EIS:

· Modify the XML Ref. Guide to specify that the SSN_Receipt.xml message must also be sent as a confirmation message to every request and response message received from the Member States (indicating whether the request or response is compliant to the corresponding XSD, or not).

· Implement the proposal to acknowledge receipt of every request and response XML message sent from the Member States to SSN (EIS). 
Technical considerations for the Member States:

Member States are required to customise their implementations to:

· Accept the SSN_Receipt message in response to a well-formatted (XML compliant) and valid (compliant to the corresponding XSD Request message sent to the SSN (EIS).
· Accept the SSN_Receipt message in response to a well-formatted (XML compliant) and valid (compliant to the corresponding XSD Response message sent to the SSN (EIS).
4. EMSA PROPOSAL 
The definition of the SSN_receipt message is given in the XML Ref. Guide under Section 3.2 SSN_Receipt XML message. EMSA suggests for SSN v1.9 specifying that the goal of the SSN_Receipt.xml message receipt is:

· It must be sent by SafeSeaNet as the confirmation message (indicating whether the notification message is compliant to the corresponding XSD and has been successfully validated and processed, or not) to every notification message (MS2SSN_<SSN_Not_Type>_Not) received from the Member States.
· It must be sent as the confirmation message (indicating whether the request message is compliant to the corresponding XSD, or not) to every request message (MS2SSN_<SSN_Tx_Type>_Req) received from the Member States.
· It must be sent as the confirmation message (indicating whether the response message is compliant to the corresponding XSD, or not) to every response message (MS2SSN_<SSN_Tx_Type>_Res received from the Member States.
In the case that any of the aforementioned messages is compliant to the corresponding XSD or the notification message has been successfully validated and processed the SSN_Receipt message Status Code will be set to ‘OK’.

In the case that any of the aforementioned messages is not compliant to the corresponding XSD or the notification is invalid the SSN_Receipt message Status Code will be set to ‘InvalidFormat’.
The following figure illustrates the cases when the SSN_Receipt message must be sent:
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5. ACTION REQUIRED

The Member States are invited to note the above proposals and take appropriate decisions.
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