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	Executive summary 
	EMSA has requested the Management Team of MARNIS to provide a discussion document with respect to Safety Alerts Notification (SAN). This document is in response to a specific requests concerning immediate issues under consideration by EMSA for the years 2007-2008.

Without changing the role of EIS as an index it is of interest to all the SSN participants to examine the possibility of making the central system, SSNC, more proactive in the future. This document discusses different possibilities and techniques that facilitate the functionality needed to comply with the present legislations. Effort has been made to have a flexible system that is able to cope with new requirements in the future.

	Action to be taken
	The Member States of the Workshop are invited to study the proposal and give their advice.

	Related documents
	Directives: 2002/59/EC, 95/21/EC, 2000/59/EC

MARNIS: Sixth Framework Programme Priority [1.6.2] Sustainable Transport “Safety Alerts Notification, Version 1.0 29th August 2006”

EMSA: Minutes of EMSA – MARNIS meeting 1, 28.04.2006
SSN 3.3.4 (alerts distribution).doc
SSN 4.3.2 (alerts distribution).doc
SSN 5.4.8 (alerts distribution).doc


1. INTRODUCTION
During the meeting between MARNIS, DG TREN and EMSA of 28th April 2006 reference was made to the proposals developed at SSN WS 5.

The SafeSeaNet group during the SSN workshop 4 meeting agreed that EIS is currently the only tool that may facilitate implementation of art.16 paragraph 2 of the Directive. 
Furthermore the SSN group decided that EMSA should analyse the proposal in terms of technical implications both to the EIS’s central - and the MS’s national applications.
2. ALERT NOTIFICATION DISTRIBUTION ANALYSIS

To avoid conflicts with the present notifications of the SafeSeaNet system where we have the European Index Server (EIS) and the Member State systems as the core elements, a new term is needed. In this context we will introduce the SafeSeaNet Core (SSNC) and the EIS will be part of this Core among other systems or system modules. 

The analysis of the alert distribution is taking into consideration two facts:

a. EIS is an index server and it is of interest to let it remain as such. Therefore, any possible proposal concerning the alert message distribution has to be based on the assumption that the EIS would continue to act as an index server.

b. Without changing the role of EIS as an index it is of interest to all the SSN participants to examine the possibility of making the central system, SSNC, more proactive in the future. In that respect, SSNC should have the capacity to store information and provide operational functionality in a more intelligent way (e.g. determine or propose the list of SSN users to alert upon receipt of a notification for an incident) to have a system that complies with the requirements in directive 2002/59 EC, Article 16, paragraph 2 and 3. The role of SSNC as an index/proactive system should depend on the goal and purpose of the information. 

Communication of Alert Messages Via SSNC
We will here look into the different scenarios presented in the report from the MARNIS group. Only two out of four proposals are presented. The reason why is based on the fact that only the two presented comply with the requirement set out in Article 16, paragraph 2 and 3.

Based on the current situation the role of EIS is limited to receive Alert Notifications from the Member States, storing these notifications in the central index database and forwarding notification details to recipient(s) upon request. The XML Ref. Guide defines the set of XML messages to be deployed for sending alert incidents and requesting for alert incident details from the EIS. The XML specifications for the alert messages, constraint the EIS functionality and supports its role as an index server instead of a proactive server. 
To have a more proactive system the MARNIS group propose to set up a central system with broader set of functionalities. Here we have introduced the term SafeSeaNet Core (SSNC) where EIS is part or a module of this cluster. With this type of architecture we open up for new functionalities as the needs arise.

In accordance to the directive 2002/59/EC Article 16, paragraph 3 “Member States shall ensure that the information communicated to them under paragraph 2 is transmitted to relevant port authorities and/or any other authority designated by the Member State”.

This statement gives raise to the need for more flexibility than what is needed to comply with paragraph 1, and a fare better functionality has to be developed to comply with the requirement.  

To have a proactive SSNC we need to establish several types of functionality to achieve the service we are looking for. 

Planed route calculation of a Vessel
One of the elements that are important is to predict a voyage plan for a specific vessel that has a given position. This is a basic requirement for knowing to whom we have to communicate the alert information.

Information request and response

To keep track of users, Alert notifications and to have request possibilities, we need to establish an administrative functionality that makes integration between the voyage plan functionality and the functionality of the EIS possible. This administrative functionality will also become the interface for the users so the distribution of the alert messages can take place.

Communication method

To have a computerised system with high grade of automation XML and Internet (including TESTA) will be preferred.

This mean that the present XML reference Guide have to be expanded to cover the needs specified for the SSNC.

3. ALERT NOTIFICATION DISTRIBUTION ANALYSIS

The basic requirement for distribution of certain alert notifications is stated in directive 2002/59, Article 16, the paragraphs 1, 2 and 3.

The present SafeSeaNet system is not capable to comply with these requirements. Therefore new functionality has to be developed and implemented. The intention is to expand the functionality of the central system until compliance is achieved.

In the following we will present different alternatives that have been proposed by the MARNIS group in cooperation with EMSA. Finally a more elaborated concept prepared by EMSA is presented.
Planed route calculation of a Vessel based on SSRs

One of the elements that are important is the prediction of a voyage plan of a vessel that has a given position in a Search and Rescue Region (SRR) of a MS and which is destined for a European port.

Such a voyage plan can be predicted by means of a route database. This route database should be overlaid with the SRRs of the MSs. From each port of a MS, one should then be able to construct the sequence of SRRs which the vessel will transit before she reaches her destination.
The complexity of the Route Predicting Server (RPS) depends of the sophistication wanted. However using the SSRs as the basis for the calculation will in fact be the simplest way to have the planed route prediction. Unfortunately we will then send the actual Alert Notification details to more coastal stations than necessary. 

In accordance to the directive 2002/59 “Member States shall ensure that the information communicated to them under paragraph 2 is transmitted to relevant port authorities and/or any other authority designated by the Member State”.

Based on this statement, it will be feasible to send the relevant Alert notification details to a central point in the MS, responsible for further distribution internally.

Planed route calculation of a Vessel assisted by AIS and LRIT

It is clear that even ETAs of entry of a SRR are impossible to provide although a broad indication can be given. However, the question arises whether this is necessary when the monitoring authority is able to pinpoint the vessel as soon as the vessel is reported by AIS or LRIT (certainly with some delay).

The genesis of AIS coastal networks gives rise to a better route prediction and the alteration of a sailing route. This information can be used in the VPS (Voyage Plane Server) to confirm the planed route or impose modification to it.

Of cause this will give a more complex VPS, but the outcome will be a better route prediction and less wrongly addressed Alert Notification details.

Planed route calculation of a Vessel based on Masters Voyage Plan

An important question is whether or not the master can be forced to send his voyage plan to the authorities. Resolution A 893. “Guidelines for Voyage Planning”, promulgated on 25-11-1999 obliges masters to draw up a voyage plan in which environmental factors should be included. This voyage plan should be used on Board in connection with the activities of the Bridge Team. The voyage plan is seen as an internal but important plan for the execution of the voyage by the master and his bridge team. It is not mandatory to send it to the authorities concerned. It is not expected that the sending of a voyage plan will become mandatory in the near future.

As soon as IMO has promulgated an obligation to send the plan to the authorities concerned, use might be made of such a plan. Such a plan however, often contains many details important for the proper management of the vessel but hardly of interest for the authorities. As a consequence many details of the voyage plan are not useful for the authorities that monitor the SRRs of the European MSs.

As a consequence of this a voyage plan in this context should be simplified down to what is necessary to calculate the sailing route. 
Request and Response functionality (RRF)

The RRF needs to cater for Push Pull technology to be able to request information and post information to dedicated users or user groups. RRF have also to keep track of all users that have “subscribed” for relevant services. Such functionality receives a request for information and responds to this request by finding the information. In the next section the different options are presented. In the MARNIS report this functionality is taken care by the Request and Response Server (RRS) in the SSNC.

4. Proposed options
We will here present two out of four options developed by the MARNIS group. These two options comply fully with the directive. They are also flexible enough to cater for later expansions. At the end a more elaborated version of option 4 is presented. 

Option 3
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Figure 1, Option 3: the central facilities are expanded with a Request and Response Server and VP Server which send alerts to the MSs and local authorities along the track of the vessel

Information flows

When NCA “A” or one of the institutions of that MS as indicated by the directive 2002/59/EC, detects an anomaly that warrants an alert to be promulgated (SITREP, POLREP, accident/incident or lost/found containers), such a message is sent to NCA “A”. The NCA sends now a message to the SafeSeaNet Core. This is the black line in Figure 1. When the request from NCA “A” desiring to distribute an alert is received via the Message Server by the R and R Server, this Server investigates in the EIS for a port notification of the vessel concerned. If this is found by the EIS, the EIS communicates the port of destination to the R and R Server and this server asked the VP Server which SRRs the vessel will transit on its voyage. The port or location of departure is given to the VP Server as well as the port of destination found in the EIS. The reply is communicated to the R and R Server. The R and R Server now uses the predetermined lists of all NCAs that are relevant for this case. The R and R Server sends that information directly to all NCAs and the Local Competent Authorities that are listed in the R and R Server. In Figure 1, the information flows went from the R and R Server to the EIS and from the EIS Server to the Voyage Plan Server. All these lines are blue. From the Voyage Plan Server the information goes back to the R and R Server and from there to the NCAs and also directly to the Local Competent Authorities of all NCAs. These lines are also blue in Figure 1. It is to be noted that the R and R Server will keep lists of information on ship name (IMO number). This information will be kept, say one year, after the last alert has been received. MSs which are interested in those vessels and may want to combine this information with the information from PSC can easily do so. They might develop a policy for extra surveillance of these vessels. 
Advantages

The advantage of the system is that those MSs which are interested to obtain information on alerts will get the information immediately (probably any latency requirements as set by the MSs can be satisfied) and proactively without any action of the MSs involved.

MS will be able to retrieve information on derelict vessels from the R and R Server where information on alerts of vessels is kept up till one year after the last alert.
Disadvantages

The disadvantage is that it is difficult to get the list of addressees, national as well as local, updated. The addresses of NCAs will not be a problem, but to keep 25 lists for each MS and probably for each type of alert is difficult due to the ever changing organisation in the MSs. The main question is that when SSN is organised in a central entity, the SSN Core and the NCAs of the MSs, shall the central facility deal with all LCAs? From an organisational point of view this seems not to be consistent with the principles adopted.
Legal consequences

This option is complying with Directive 59/2002/EC, including Art 16-2.
Option 4
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Figure 2, Option4: The central facilities are expanded with a Request and Response Server and VP Server which send alerts to the relevant NCA of the MSs, along the “planed” route of the vessel. The latter are informing the relevant Local Competent Authorities 

Information flows

When NCA “A” or one of the institutions of that MS as indicated by the directive 2002/59/EC, detects an anomaly that warrants an alert to be promulgated (SITREP, POLREP, accident/incident or lost/found containers), such a message is send to NCA “A”. The NCA “A” sends now a message to the SafeSeaNet Core. This is the black line in Figure 2. When the request from NCA “A” desiring to distribute an alert is received via the Message Server by the R and R Server, this Server investigates in the EIS for a port notification of the vessel concerned. If this is found by the EIS, the EIS communicates the port of destination to the R and R Server and this Server asked the VP Server which SRRs the vessel will transit on its voyage. The port or location of departure is given to the VP Server as well as the port of destination found in the EIS. The reply is communicated to the R and R Server. The R and R Server now create a broadcasting list of recipents, based on the result from the VP Server and the complete recipient list in R and R Server. The R and R Server sends that information directly to all NCAs on the broadcasting list. In Figure 2, the information flows went from the R and R Server to the EIS and from the EIS Server to the Voyage Plan Server. All these lines are blue. From the Voyage Plan Server the information goes back to the R and R Server and from there to the NCAs. Each NCA should have lists which indicate which LCA should be informed in relation to the nature of the alert. These lines are also blue in Figure 10. It is to be noted that the R and R Server will keep lists of information on ship name (IMO number). This information will be kept, say one year, after the last alert has been received. MSs which are interested in those vessels and may want to combine this information with the information from PSC can easily do so. They might develop a policy for extra surveillance of these vessels. 

Advantages

The advantage of the system is that those MSs which are interested to obtain information on alerts will get the information immediately and proactively without any action of the MSs involved.

MS will be able to retrieve information on derelict vessels from the R and R Server where information on alerts of vessels is kept up till one year after the last alert.

Disadvantages

There are no disadvantages, since each NCA is responsible for the retransmission of the alerts to their local authorities in the MS.

Legal consequences

This option is complying with Directive 59/2002/EC, including Art 16-2.

Elaborated version
Based on the study document from the MARNIS project, EMSA has made a more elaborated version to harmonise the present functionality of SSN with the functionality discussed in this document.
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Figure 3, Elaborated version based on option 4

For this version we take into account the present system design in the member states and at the central system. We have also recognised the need for having information of the departing port or the present position of the ship to be able to create - or predict the “planed route”. 

The Alert notification is sent as normal, either via the national web interface to the National SafeSeaNet system or via the SSN web interface. If sent via the national web interface the NCA create the Alert Notification and forward it to SSN EIS through the Messenger server at the SSNC by using the XML interface. 

If this Alert notification is of the type that has to be broadcasted to “coastal stations along the route” the creator of the Alert Notification has to post a command or request to the R&R server requesting a broadcast of the Alert Notification details. We have here two possibilities, either post the details directly into the R&R server or let the R&R server request the EIS for Alert Notification details, as the member states have to do to day.

Together with the broadcast request, the requester has to give information of the departing port or the present position of the ship.

The R&R server put forward a Port Notification request to the EIS for the ship in question and then creates the voyage (from port to port). This voyage plan is forward to the VP server which calculates or predicts the “planned route”. This result is sent back to the R&R server which generates the broadcast list. The poster of the Alert Notification has to confirm or modify the list to which the Alert Notification details have to be broadcasted. In the option 4 the proposal is to broadcast this information to the NCAs in question, which is the solution EMSA supports. Here we also take into account the responsibility of the generator of the Alert Notification in accordance with Article 16.

With this solution we have sufficient flexibility in the design face to develop an efficient and user friendly solution that have a minimum impact for the member states. This setup also caters for new functionality that can or will be developed, like LRIT and other systems. This will make SafeSeaNet more proactive with a better service for the member states.
Recommended scenario

When the advantages and disadvantages of all four options are compared, then it is rather easy to find the best solution.

The implementation costs associated with Options 3, 4 and the elaborated version are much higher than those for Options 1 and 2. The benefits are measured in the decreased response time in case something happens again with an alerted vessel and in doing so reduce the societal costs in case of accident.  

In addition we have a system that is able to comply fully with the legal requirements, and with flexibility for further expansion. The present EIS functionality is not altered and the present XML messages will still be valid, but new types have to be created.
5. ACTION REQUIRED

We will make the Member States aware of that the presented solutions are more conceptual proposals. When developing such a system details my cause changes to improve functionality and/or services and system stability.

The Member States of the Internal Working Group are invited to study the proposal and give their advice.
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Option 3: Proactive promulgation of alert messages to all designated authorities in other Member States
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