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	Executive summary 
	This document presents the comments of the members of the SafeSeaNet working group that has been set up by EMSA on 11/11/04. 

	Action to be taken
	As per paragraph 3

	Related documents
	a. Annex III of Directive 2002/59/EC

b. ICD issue 0 Revision 1: 19 October 


1. Introduction
As a follow-up of the SafeSeaNet meeting of 20/10/2004, EMSA set up a working group consisted by Memebr States representatives in order to speed up the examination of the draft ICD and to adopt it during our present meeting. The working group have worked intersessionally and submitted specific proposals on the open issues of the ICD. The working group was set up and corresponded by e-mail under EMSA coordination 

The working group consists by :
a. Germany, Mr. Ralph NEUHAUS, e-mail address ralph.neuhaus@baw.de 
b. Greece, Mr. Konstantinos FATMELIS, e-mail address gus@lib.yen.gr
c. Netherlands (The) Mr. André A CAMPO, e-mail address ajm@acampo.nl
d. Norway, Mr. John Erik HAGEN, e-mail address john.erik.hagen@kystverket.no
e. Slovenia, Mr. Primoz BAJEC, e-mail address primoz.bajecl1@gov.si
f.  Sweden, Mr. Urban HALLBERG, e-mail address Urban.Hallberg@Sjofartsverket.se
g. U.K. Mr. Paul WILKINS, e-mail address Paul.Wilkins@mcga.gov.uk
2.  Work performed by the working group
A consolidated document containing all the comments of the Members of the SafeSeaNet Working Group on the Interface Control Document (ICD) is attached. 
3. ACTION REQUIRED

The Members State participants are invited to note the comments and the proposals of the members of the working group and the EMSA and take appropriate decisions. 
SafeSeaNet

Consolidated document

Comments of the Members of the SafeSeaNet 

Working Group

On the Interface Control Document (ICD)

December 20/12/2004

                                                                                                Brussels 20-12-04

NOTE 
for the members of SafeSeaNet Working Group

1.1. SUBJECT: SafeseaNet Comments/Proposals – Open issues
3. Comment/proposal regarding “Physical flows” (paragraph 2.2.1, forth paragraph, page 13/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

Member States shall notify to the E.I.S:

· Port Notifications 

· Hazmat Notifications

· Ship reports AIS and VTS

· Messages emitted by their operational services following events at sea (Search and Rescue report, Pollution report, and Deficiency report…)

U.K. Comment (13/10/04) 
See note below on updates.  Entry/Leave and intermediate if transit more than 2 hours.

EMSA reply (24/11/04) 
The comment is in line with what referred in paragraph 5.2.2 “Ship notification” of the ICD issue 0 Revision 1: 19 October 2004. We suggest the following:

a. Paragraph 2.2.2 (the third bullet referring to “ship reports”) to be supplemented with MRS (the text should read: “Ship reports AIS, VTS and MRS”). This is necessary in order to include the mandatory reporting systems into the ship notification messages. 

b. Regarding MRS, the intermediate report every two hours is not necessary, since this information may not be available. Therefore we suggest to add an relevant stipulation in paragraph 5.5.2 to reflect on this issue.

c. To reconsider the second paragraph of paragraph 5.2.2 “general procedures” of the ICD (that reads : “When the time within a VTS area is less than one hour, a single message should be send”) if it should remain unchanged or deleted. 

We suggest that this issue to be considered by the working group.  

Netherlands reply (29/11/04)
· Ship reports AIS and  MRS

Reply of Greece (16/12/04)

We support Netherlands proposal

EMSA reply (20/12/04)

EMSA suggests the Netherlands reply as correct and proposes the following modifications :

a. Paragraph 2.2.2 (the third bullet referring to “ship reports”) to be supplemented with MRS (the text should read: “Ship reports AIS and MRS”). 

b. Regarding MRS, the intermediate report every two hours is not necessary, since this information may not be available. Therefore we suggest to modify paragraph 5.5.2 as follows :

      “An LCA (as described at section 3.1.1) should send a MRS ship notification message for a mandatory ship entering and leaving its area of competence as well as for ships entering and leaving an AIS covered area. Intermediate AIS notifications will be also sent  every two hours as long as the vessel is sailing within the coverage area of the specific coastal station”.  

c. To modify the second paragraph of paragraph 5.2.2 “general procedures” of the ICD as follows : “When the time within a mandatory ship reporting area is less than one hour, a single message should be send”. 

5. Comment/proposal regarding “Member States stakeholders” (paragraph 3.1.1, second paragraph, page 17/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

The Members States are involved in the system through different participants: 

· Member States network organisation:

At national level circulation of information between authorities could be organised in different way. In SafeSeaNet system two different situations could occur: 

· Single point of contact (SPOC): When a member States organise all the SafeSeaNet transfer of data through a single National Contact Point (NCP). This NCP is the national system in charge of handling and exchanging the SafeSeaNet messages with the European Index Server. The NCP communication system should be available on a 24h a day basis, 7 days a week. 

U.K. Comment (13/10/04) 
What is the expected availability and reliability for this system?

EMSA reply (24/11/04) 
This is a general issue associated to the SafeSeaNet availability that has to be decided in consultation with the Member States (see Chapter 7 of ICD) 

We suggest that this issue to be considered by the working group.  

EMSA reply (20/12/04) 

The issue of the availability and reliability is particularly important and procedures need to be established that will ensure the minimum requirements committing the Member States. From our point of view the deliberation would be based on the following assumptions : 

· The availability for the NCA should be quite high (the same or similar to the availability of EIS)

· It is up to the discretion of each Member State to ensure the regular operation and flow of information between the LCas and the NCA by adopting various and alternative ways of messages exchanging (e.g. small LCAs without sufficient appropriate infrastructure should send and receive the notifications through another LCA)

We suggest necessary the members of working group to express their views on the issue. 

6. Comment/proposal regarding “European Union Institutions” (paragraph 3.1.2, second paragraph, page 18/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

· European Union network:

· The European Index Server (EIS): hosted for the time being by the Informatics Directorate of the Commission (Luxembourg), the EIS is composed of the Central Index, the European Database (yellow pages) and a Web Server (http/https protocol). The EIS is able to locate and retrieve in a Member State the information required by another Member State and forward it to the requesting Member State. 

U.K. Comment (13/10/04)
How long will the European Database store notifications and alerts?

EMSA reply (24/11/04) 
This issue is related to the “access to archived information” that refers in paragraph 7.2.7.6 of the ICD. We suggest 18 months as a storage period of the actual information by the NCP. 

Norway reply (29/11/04) 
We have planed to have data online for one year. We get port notification up to one year in advance.

EMSA reply (20/12/04) 

The 18 months storage period is necessary for providing the capability of extracting statistics on an annual basis (giving a time frame of 6 months).  
8. Comment/proposal regarding “Messaging procedure – notification” (paragraph 3.1.2, table 5/1, page 23/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

	Type 
	Message
	Description

	Generic

Notification


	Port
	Used to notify SafeSeaNet that a given vessel is bound for a particular port with an estimated time of arrival and with a number of persons aboard. Note that the destination port can be ‘unknown’ (then cancelling a previous port notification).



	
	Ship
	Used to notify SafeSeaNet about a ship’s voyage and cargo information. A ship notification is essentially based on Mandatory ship Reporting System or AIS message.



	
	Hazmat
	Used to notify SafeSeaNet that a given vessel carries dangerous goods and that the sender owns some detailed information about these dangerous goods



	
	Security
	Used to notify SafeSeaNet that the sender holds some security information about a given vessel.



	Alert

Notification


	Ship Identified
	Used to notify SafeSeaNet that the sender holds some information about specific incidents like SITREP, POLREP, Waste, lost/found containers. An alert can be linked or not to a particular vessel.

	
	Ship Not identified
	Used to notify SafeSeaNet that the sender holds some information about specific incidents like SITREP, POLREP, Waste, lost/found containers. An alert can be linked or not to a particular vessel.

	E-mail

notification
	Send 

E-mail
	Used to send message of notification when appropriate, and support the system information ( system status change).

	Table 5/1 – Notification Messages Description




U.K. Comment (13/10/04)
This message is registered on the SI.  However, Article 16 requires this to be transmitted to all MS, along vessels route.  Should SI broadcast alert information to all Member States.

If not: To minimise manual intervention, how often should Alert request be automated, how should it be filtered?

Position?

Destination?

Area?

Time?

EMSA reply (24/11/04) 
This issue is related to the previous U.K. comment. In addition we note the “unknown” message is being used for : 

· cancelling a previous notification, 

· for a port bounding outside E.U. and 

· if the next port of call is actually unknown

We suggest that each different case has to clearly discriminated (and managed) by   the SafeSeaNet. 

We suggest that the working group should make a proposal on the issue. 

Norway reply (29/11/04) 
We support the EMSA proposal

EMSA reply (20/12/04) 
A possible solution may be :

· for cancelling a previous notification, to use “CANCEL”
· for a port bounding outside E.U. and to use “OUTEU”. In addition this issue needs to be examined in the light of adopting the possibility for using LOCODES for each port outside E.U. or adopting regional LOCODEs
· if the next port of call is actually unknown to use “UNKNW”
The members of the working group are kindly requested to provide their comments. 

9. Comment/proposal regarding “Port notification – messaging timing requirements” (paragraph 5.2.1, forth paragraph, page 24/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

Message Timing Requirement

A Port (LCA) receiving a port notification from a ship agent/operator should notify the SafeSeaNet Index Server within 15 minutes if the Port (LCA) is using the XML interface or 60 minutes if the Port (LCA) is using the Web interface.

The SafeSeaNet Index Server should reply a message of acknowledgement within one minute after having received the message.

Communication requirement

In case of communication fail after five attempts, the sender of the message should inform the recipient by any available mean (tel., fax).
In case of SafeSeaNet Index Server receiving a corrupted message, a message of error should be forwarded to the sender.

U.K. Comment (13/10/04)
1.1.1. Comment 1

1.1.2. What is the timing for an LCA working through an NCA NCP SPOC.

Comment 2

a. It is not clear from the description if this means SSN or the LCA/NCA.  

b. While target is five attempts for the message to be sent.  What is the retry period for the message?  

c. Why not provide store/forward capability at NCA level for SSN SI downtime?

d. How would LCA know that communications medium reconnected?

e. It could be resource intensive to keep switching between Tel/Fax and system. 

f. At what time would information become invalid for transmission to SSN SI.

1.1.3. Comment 3

1.1.4. What if the data requester/provider receives a corrupt message from SSN IS, how should this be handled?

EMSA reply (24/11/04) 

Regarding “Comment 1” we suggest that the existing wording may cause confusion. Therefore we suggest rewording the sentence as follows: “A Port (LCA) receiving a port notification from a ship agent/operator should start notifying the SafeSeaNet Index Server within 15 minutes.”

Regarding “Comment 2” our points of view are the following: 

a. The sentence is valid in case of the communication from LCA/NCA to SSN.

b. The retry period has to be defined.

c. It is desirable to provide at NCA level the store/forward capability in case of communication failure. This feature will assist the Member States retaining any messages in case of communication fail between NCA and SSN. It would be also very useful to implement a similar feature to SSN. 

d. There is no automatic system at the moment. However if there will be a store/forward capability, the LCA will know the reconnection automatically. 

e. The implementation of automatic solutions will certainly reduce the human intervention.

f. The period for making information invalid for transmission to SSN SI has to be defined.

Regarding “Comment 3” we suggest that at the end of the existing sentence to add the following : “In case of the data requester/provider receives a corrupted message from SSN, he/she has to inform SafeSeaNet help desk or SafeSeaNet administrator (e.g. by tel., FAX).” 

We suggest that the working group should make a proposal on the issue.  

Netherlands reply (4/11/04)
Regarding comment 1 : We do not agree with the proposed rewording. We communicated to our users of the webinterface of SafeSeaNet that an Port notification should be provided within 60 minutes. 

Norway reply (29/11/04) 
We support the EMSA proposal

We have designed the system in accordance with the SPOC. For the time being we have only a WEB interface, but we are working with a XML solution on national level.

EMSA reply (20/12/04) 
Regarding comment 1 : It seems that there is no reason to differentiate the time required for notifying the SafeSeaNet Index Server if the Port (LCA) is using the XML or the Web interface. The definition of the time is an operational issue. If a long time period will be defined then the notification will have no practical value since the voyage should have been completed before registering the notification into SafeSeaNet. 
We suggest that the members of the working group should make a proposal on the issue.  

10. Comment/proposal regarding “Ship notification” (paragraph 5.2.2, forth paragraph, page 25/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

General procedure

An LCA (as described at section 3.1.1) should send a ship notification message for a mandatory ship entering and leaving its area of competence. The maximum elapsed time between two messages should not exceed 2 hours, otherwise an intermediate ship notification message should be send.

When the time within a VTS area is less than one hour, a single message should be send.

U.K. Comment (13/10/04)
Exemptions under Article 15 should be allowed for somewhere in this system.

EMSA reply (24/11/04) 
According to Article 15 of Directive 2002/59 it is foreseen that :

a. Exemptions may be granted only for vessels engaged in scheduled services (comment : a definition for scheduled services is needed).

b. Exemptions may be granted only for the requirements of Article 13 (comment : exemptions are possible only for HAZMAT notifications – not for port or ship notifications).

The “exempted” company keeps the relevant information in an internal system and ensures that, upon request 24 hours a day the information can be sent to the competent Authority.

d. Exemptions may be granted by two or more M.S. in case of international scheduled service.

e. M.S. shall periodically check that the conditions are being met.

f. M.S. shall communicate to the Commission a list of companies and ships granted exemptions as well as any updating of that list.

Issues to be considered :

a. A definition of “scheduled services” has to be defined. The can be based on similar definition included in other E.U. directives (e.g. Directive 98/41/EC).

b. Definition of the form (or the template) used for the exemptions (for harmonisation reasons).

c. The information regarding the exemptions to be kept in SafeSeaNet. 

We suggest that the working group should make a proposal on the issue.  

Norway reply (29/11/04) 
We support the EMSA proposal

When more experience is gained from the uses of AIS it should be possible develop a more automated solution. However we will put a question mark to the necessity of sending a Ship notification once each two hours.

Reply of Greece (16/12/04)

Additionally I would like to express my concern regarding domestic vessel such as ships with regular itineraries. 
EMSA reply (20/12/04)
The EMSA suggestion of 24/11/04 is valid. 

12. Comment/proposal regarding “Alert notification” (paragraph 5.2.4, first paragraph, page 26/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

Communication requirement

In case of communication failed after five attempts, the sender of the message should inform the recipient by any available mean (tel., fax).

In case of SafeSeaNet Index Server receives a corrupted message, a message of error should be forwarded to the sender. A corrected message should be readdressed as soon as possible. 

U.K. Comment (13/10/04)
With regards to AIS, it is stated this should be sent as Ship notification.  Does this require initial report on vessel entry into AIS coverage and two hourly position update, as with MRS?

EMSA reply (24/11/04) 
The comment is correct. For better clarification we suggest to modify paragraph 5.5.2 “general procedures” as follows : “An LCA (as described at section 3.1.1) should send a MRS ship notification message for a mandatory ship entering and leaving its area of competence as well as for ships entering and leaving an AIS covered area. Intermediate AIS notifications will be also sent  every two hours as long as the vessel is sailing within the coverage area of the specific coastal station”.  

Norway reply (29/11/04)
We support the EMSA proposal

Reply of Greece (16/12/04)

We support EMSA proposal 

EMSA reply (20/12/04)
The EMSA suggestion of 24/11/04 is valid. 

13. Comment/proposal regarding “Voyage information notification” (Table 5/2,  page 27/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

	                 Bound for port 

Leaving

From port 
	Message
	Member State
	Out Member State

	Member

State
	Port notification
	ETA = port of destination

ETD = port of destination


	ETA  

N.A.

ETD  

N.A.

	
	Hazmat
	ETA = port of destination

ETD = port of departure


	ETA = port of destination

ETD = port of departure



	Out

Member

State
	Port notification
	ETA = port of destination

ETD = port of destination


	ETA  

N.A.

ETD  

N.A.

	
	Hazmat
	ETA = port of destination

ETD = N.A.


	ETA  

N.A.

ETD  

N.A..


N.A.: Not Applicable

Table 5/2. – Voyage Information Notification

Comment of Netherlands (The) (4/11/04)
The meaning of this table is unclear. Please provide additional clarification.

Reply of Greece (16/12/04)

We support EMSA proposal 

EMSA reply (20/12/04)

EMSA suggests the table to be replaced by the following two tables :
Port notification

	                Bound for port

Leaving from port
	Member State
	Non Member State

	Member State
	ETA1 (port of destination)

ETD1 (port of destination)

ETA < ETD
	Not applicable

	Non Member State
	ETA1 (port of destination)

ETD1 (port of destination)

ETA < ETD
	Not applicable


HAZMAT notification

	                Bound for port

Leaving from port
	Member State
	Non Member State

	Member State
	ETA2 (port of destination)

ETD2 (port of departure)

ETA > ETD
	Not applicable

	Non Member State
	ETA1 (port of destination)

ETD (not applicable)


	Not applicable


1  The notification has to be sent at arrival of ship by port of destination.

2  The notification has to be sent at departure of ship by port of departure.

14. Comment/proposal regarding “List of notified data” (Table 5/3, page 28/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

Table 5/3 – List of Notified Data 

	
	Field name
	PN
	MRS
	AIS
	HAZ
	WAS
	INC
	PSC
	SEC

	Static information
	Ship name
	PN
	MRS
	AIS
	HAZ
	WAS
	INC
	PSC
	(SEC)

	
	IMO number
	PN
	MRS
	AIS
	HAZ
	WAS
	INC
	PSC
	(SEC)

	
	Call sign
	PN
	MRS
	AIS
	HAZ
	WAS
	INC
	
	(SEC)

	
	MMSI number
	PN
	MRS
	AIS
	HAZ
	
	INC
	
	(SEC)

	
	Flag
	
	
	
	
	WAS
	
	PSC
	

	
	Date of construction
	
	
	
	
	
	
	PSC
	

	
	Dead-weight tonnage
	
	
	
	
	
	
	PSC
	

	
	Configuration (SH, SBT, DH)
	
	
	
	
	
	
	PSC
	

	
	Length and beam 
	
	
	AIS
	
	
	
	
	

	
	Ship’s draught
	
	
	AIS
	
	
	
	
	

	
	Type of ship
	
	
	AIS
	
	
	
	
	

	
	Location of position-fixing antenna
	
	
	AIS
	
	
	
	
	

	Voyage Information
	Previous port of call
	
	
	
	
	WAS
	
	
	

	
	Next port of call
	
	
	
	
	WAS
	
	
	

	
	Port of departure
	
	
	
	
	
	INC
	
	

	
	Port of destination
	PN
	MRS
	AIS
	HAZ
	
	INC
	
	

	
	Route plan
	
	
	AIS
	
	
	
	
	

	
	ETA
	PN
	MRS
	AIS
	HAZ
	WAS
	
	
	

	
	ETD from current port of call
	
	
	
	HAZ
	WAS
	
	
	

	
	Planned duration of call
	
	
	
	
	
	
	PSC
	

	
	Planned operations at port of destination (loading…)
	
	
	
	
	
	
	PSC
	

	
	Planned operations survey inspections
	
	
	
	
	
	
	PSC
	

	Persons on Board
	Total number of persons aboard
	PN
	MRS
	
	HAZ
	
	INC
	
	

	Dynamic information
	Ship’s position
	
	MRS
	AIS
	
	
	INC
	
	

	
	Position time stamp
	
	
	AIS
	
	
	
	
	

	
	Date and time
	
	MRS
	
	
	
	
	
	


Comment of Greece (22/11/04)
The table 5/3 should be amended so as to represent the messages described in pages 22-26. Waste (WAS) & Port State Control (PSC) messages should be removed. 

Comment of Netherlands (The) (4/11/04)
Table 5/3 – List of Notified and to be Requested Data 

	




	Field name
	PN
	MRS
	AIS
	HAZ
	WAS
	INC
	PSC
	SEC

	Static information
	Ship name
	PN
	MRS
	AIS
	HAZ
	WAS
	INC
	PSC
	(SEC)

	
	IMO number
	PN
	MRS
	AIS
	HAZ
	WAS
	INC
	PSC
	(SEC)

	
	Call sign
	PN
	MRS
	AIS
	HAZ
	WAS
	INC
	
	(SEC)

	
	MMSI number
	PN
	MRS
	AIS
	HAZ
	
	INC
	
	(SEC)

	
	Flag
	
	
	
	
	WAS
	
	PSC
	

	
	Date of construction
	
	
	
	
	
	
	PSC
	

	
	Dead-weight tonnage
	
	
	
	
	
	
	PSC
	

	
	Configuration (SH, SBT, DH)
	
	
	
	
	
	
	PSC
	

	
	Length and beam 
	
	
	AIS
	
	
	
	
	

	
	Ship’s draught
	
	
	AIS
	
	
	
	
	

	
	Type of ship
	
	
	AIS
	
	
	
	
	

	
	Location of position-fixing antenna
	
	
	AIS
	
	
	
	
	

	Voyage Information
	Previous port of call
	
	
	
	
	WAS
	
	
	

	
	Next port of call
	
	
	
	
	WAS
	
	
	

	
	Port of departure
	
	
	
	
	
	INC
	
	

	
	Port of destination
	PN
	MRS
	AIS
	HAZ
	
	INC
	
	

	
	Route plan
	
	
	AIS
	
	
	
	
	

	
	ETA
	PN
	MRS
	AIS
	HAZ
	WAS
	
	
	

	
	ETD from current port of call
	PN
	
	
	HAZ
	WAS
	
	
	

	
	Planned duration of call
	
	
	
	
	
	
	PSC
	

	
	Planned operations at port of destination (loading…)
	
	
	
	
	
	
	PSC
	

	
	Planned operations survey inspections
	
	
	
	
	
	
	PSC
	

	Persons on Board
	Total number of persons aboard
	PN
	MRS
	AIS
	HAZ
	
	INC
	
	

	Dynamic information
	Ship’s position
	
	MRS
	AIS
	
	
	INC
	
	

	
	Position time stamp
	
	
	AIS
	
	
	
	
	

	
	Date and time
	
	MRS
	
	
	
	
	
	

	
	COG
	
	MRS
	AIS
	
	
	
	
	


This table contains not only the data notified but also the data that can be requested. I have no idea about the meaning of the PSC message, this is also included in the XML message implementation guide. The table is incorrect (f.i. ETD from currnt port of call is also part of the port notification), not complete (it does not agree with the data elements listed in the messages in the XML messages guide). 

The Netherlands propose to add the above text that is in bold and undercored.

EMSA reply (23/11/04) 

The WAS, PSC and INC messages will be deleted from the Table 5-3. As you are aware, at first it was decided that these messages will be included in SSN. However, later it was decided that, for the time being, it is preferable to remove these messages.

In addition considering that the objective of the SSN is to enable the exchange of more maritime information, we suggest that this issue should be considered by the working group.  The aim is to define the SSN future developments.

EMSA considers the suggestions of Netherlands as correct. 
Reply of Greece (16/12/04)

Further to my comment and EMSA reply, I propose the following:

a) The replacement of the table 5/3 with the following tables 5/3 & 5/4. These tables specify the data content of the required message functions and describe those messages as it is required in Annex III (2) of the Directive 2002/59. 
b) The examination of the future developments, including the addition of new messages according to Annex III of the Directive 2002/59, as a separate issue. To this end, I consider that the members of the working group could be invited to submit their proposals. 

	Table 5/3 – Data Content of the Required Message Functions

	Category of Information
	Field Name 
	Reporting Messages

	
	
	PN
	SHIP
	HAZMAT
	SEC
	ALR

	
	
	
	AIS
	MRS
	Dep.
	Arr.
	
	

	Origin Information
	User ID (Refers to the Location Code of the originator of the information)
	PN - n*
	AIS - n*
	MRS - n*
	HAZ - n*
	HAZ - n*
	SEC - n*
	ALR - n*

	
	Sent At (Date and Time of the creation of the Message)
	PN - n*
	AIS - n*
	MRS - n*
	HAZ - n*
	HAZ - n*
	SEC - n*
	ALR - n*

	Maritime Authority
	Location Code, Name, Phone/Fax Number, E-Mail Address  of the Maritime Authority
	
	
	
	
	
	
	ALR - n*

	Ship’s Identification
	IMO Number
	PN - n*
	AIS - n*
	MRS - n*
	HAZ - n*
	HAZ - n*
	SEC - n*
	ALR - n*

	
	MMSI Number
	PN - n*
	AIS - n*
	MRS - n*
	HAZ - n*
	HAZ - n*
	SEC - n*
	ALR - n*

	
	Call Sign
	PN - n*
	AIS - n*
	MRS - n*
	HAZ - n*
	HAZ - n*
	SEC - n*
	ALR - n*

	
	Ship Name
	PN - n*
	AIS - n*
	MRS - n*
	HAZ - n*
	HAZ - n*
	SEC - n*
	ALR - n*

	Ship’s Particularities
	Length and beam
	
	AIS
	
	
	
	
	

	
	Ship’s draught
	
	AIS
	
	
	
	
	

	
	Type of ship
	
	AIS
	
	
	
	
	

	
	Location of position-fixing antenna
	
	AIS
	
	
	
	
	

	
	INF Ship class
	
	
	
	HAZ
	HAZ
	
	

	Voyage Information
	Port of departure/Previous Port of Call/Current Port of Call
	
	
	
	HAZ   1*
	
	
	

	
	Port of destination/ Next Port of Call
	PN - n*
	AIS - n*
	MRS - n*
	HAZ - n*
	HAZ - n*
	
	

	
	ETD from port of departure
	
	
	
	HAZ - n* 
	
	
	

	
	ETA at port of destination
	PN - n*
	AIS - n*
	MRS - n*
	HAZ - n*
	HAZ - n*
	
	

	
	ETD from port of destination
	PN - n*
	
	
	
	
	
	

	
	Route plan
	
	AIS
	
	
	
	
	

	Persons on Board
	Total number of persons aboard
	PN - n*
	
	MRS - n*
	HAZ - n*
	HAZ - n*
	
	

	Dynamic

Information
	Ship’s position / Longitude (East – West)
	
	AIS - n*
	MRS - n*
	
	
	
	

	
	Ship’s position / Latitude (North – South)
	
	AIS - n*
	MRS - n*
	
	
	
	

	
	Position time stamp / Date and Time
	
	AIS - n*
	MRS - n*
	
	
	
	

	
	Course Over Ground
	
	AIS
	MRS
	
	
	
	

	
	Speed Over Ground
	
	AIS
	MRS
	
	
	
	

	
	Heading
	
	AIS
	
	
	
	
	

	
	Navigational status
	
	AIS
	MRS
	
	
	
	

	
	Rate of Turn
	
	AIS
	
	
	
	
	

	Cargo Information
	Cargo (To Be Defined)
	
	
	MRS
	
	
	
	

	
	Address from which detailed information on the cargo may be obtained
	
	
	MRS
	HAZ
	HAZ
	
	

	Dangerous and/or Polluting Cargo Information
	Type of  hazardous cargo (DG-HS-MP)
	
	AIS
	
	
	
	
	

	
	Technical names
	
	
	
	HAZ
	HAZ
	
	

	
	UN numbers
	
	
	
	HAZ
	HAZ
	
	

	
	IMO classes (IMDG, IBC or IGC Codes)
	
	
	MRS
	HAZ
	HAZ
	
	

	
	Quantities
	
	
	MRS
	HAZ
	HAZ
	
	

	
	Location on board
	
	
	
	HAZ
	HAZ
	
	

	
	Identification number of cargo transport units (if not  in tanks)
	
	
	
	HAZ
	HAZ
	
	

	Bunker Fuel Information
	Bunker Fuel Characteristics
	
	
	MRS
	
	
	
	

	
	Bunker Fuel Estimated Quantity
	
	
	MRS
	
	
	
	

	Waste Information
	Last port where ship generated waste was delivered
	
	
	
	
	
	
	

	
	Last date when ship generated waste was delivered
	
	
	
	
	
	
	

	
	Are you delivering all, some or none of your waste into port reception facilities
	
	
	
	
	
	
	

	
	Type and amount of waste and residues to be delivered and/or remaining on board
	
	
	
	
	
	
	

	
	Percentage of maximum storage capacity
	
	
	
	
	
	
	

	Security Information
	2. Valid Ship Security Certificate: Y/N
	
	
	
	
	
	SEC
	

	
	Name of issuing authority
	
	
	
	
	
	SEC
	

	
	Current Security level
	
	
	
	
	
	SEC
	

	
	Security level in previous port
	
	
	
	
	
	SEC
	

	
	Special/additional security measures
	
	
	
	
	
	SEC
	

	
	Confirmation maintenance ship security procedures
	
	
	
	
	
	SEC
	

	
	Other practical security related information
	
	
	
	
	
	SEC
	

	ALERT Information
	Alert Type (SITREP, POLREP, WASTE, Lost/found Containers, Other)
	
	
	
	
	
	
	ALR

	
	Details of ALERT Message (To Be Defined)
	
	
	
	
	
	
	ALR

	URL Details
	URL, Document Type 
	Required in all Notification Messages when the respective solution has been implemented by the MS.

	Contact Details

(LCA Level)
	Location Code, First/Last Name, Phone/Fax Number, E-Mail Address  of the Contact Person
	


Remarks on table 5/3:

 n*: The Information is included in the respective Notification Message as well as in the Detailed Information Message. 

 1*: The field (port of departure) is not contained in the body of the XML messages as a particular element but this info could be extracted from the information contained in the  field ‘User ID’ because the report is submitted to the LCA that holds the information.

	Table 5/4     REPORTING MESSAGES

	Abbreviation
	Description
	E.U. Legislation Reference

	PN
	
	Port Reporting
	Dir. 2002/59 articles 4 & 14, Annex I (1)

	SHIP
	AIS
	Ship Reporting - Automatic Identification System
	Dir. 2002/59 articles 6 & 9 par. 2

	
	MRS
	Ship Reporting - Mandatory Reporting System
	Dir. 2002/59 article 5 & 14 - Annex I (4)

	HAZ
	Dep.
	HAZMAT – Departing Vessel  (1*)
	Dir. 2002/59 articles 12, 13 & 14 - Annex I (2 & 3)

	
	Arr.
	HAZMAT – Arriving Vessel  (2*)
	

	SEC
	
	Security Reporting
	Dir. 2002/59 Annex III (3)

	ALR
	
	Alert Reporting
	Dir. 2002/59 article 16 


Remarks on table 5/4:

1* - HAZMAT - Departing Vessel:  Message based on a HAZMAT report submitted by a vessel leaving a port in a Member State.

2* - HAZMAT - Arriving Vessel : Message based on a HAZMAT report submitted by a vessel coming from a port located outside the Community and bound for a port in a Member State.  

EMSA reply (20/12/04) 

The NL proposals regarding the insertion of “PN” in the row “ETD from current port of call” may cause confusion, since this ETD corresponds to the next port of call (according to Annex I of the Directive). In addition the meaning of this PN in that row is not identical to the meaning of HAZ which lies on the same row. To avoid the confusion we suggest inserting an additional row where the PN will be noted reading as “ETD (from the port of destination)”. 
The members of the working group are invited to submit their proposal regarding the comments of Greece. 

15. Comment/proposal regarding “Users access rights” (Table 7/7, page 28/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

Table 7/7 - Users Access Right
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 To be confirmed (such authorities may have not yet been defined).

Others : could be represented by : Customs, Schengen, ….

¹ If the Port Authority is the next port of call

² The granting of an access right would have to be decided on a case by case basis, depending notably on the relevance of the information for the authority or body concerned, and taking into account 

protection of confidentiality.

Information Requests (Web only)

Ship Search

Send Notifications (Web/XML)

Alert

Information Requests (Web/XML)

Ship

Notification Details

Alert


Comment of Netherlands (The) (4/11/04)
Area search is missing from the table. 

EMSA reply (23/11/04)

The “area search” access rights have to be defined. We suggest that NCAs should have access to all areas while LCAs only to the area that they are situated.  We suggest that this issue should be considered by the working group.

EMSA reply (20/12/04)
The EMSA suggestion of 23/11/04 is valid. 

16. Comment/proposal regarding “Alert notification” (paragraph 5.3, table 5/3, page 31/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

SafeSeaNet provides the Request message described hereafter, these may be adapted to different situation as detailed at Table 5/3 – Request Messages Description. 

	Type
	Description

	Port
	Used to obtain detailed information about a given port notification. As SafeSeaNet holds the complete information of a port notification, there’s no need to ask more information to the Member State (data provider) having originally sent the port notification. Therefore, SafeSeaNet will also act as data provider for the port notification information request.



	Ship
	Used to obtain detailed information about a given ship notification. Upon receiving such request, SafeSeaNet will ask the actual data provider to send him the detailed information. SafeSeaNet will then send it back to the data requester.



	Hazmat
	Used to obtain detailed information about a given Hazmat notification. Upon receiving such request, SafeSeaNet will ask the actual data provider to send him the detailed information. SafeSeaNet will then send it back to the data requester.



	Alert
	Used to get detailed information about a given Alert notification. Upon receiving such request, SafeSeaNet will ask the actual data provider to send him the detailed information. SafeSeaNet will then send it back to the data requester. 



	Area Search
	Used to provide an overview of all alert messages emitted in a given geographical area (see Fig.   )

	
	Table 5/3 - Requests messages description




U.K. Comment (13/10/04)
The HAZMAT notification provides information including the address at which Full Hazmat information can be obtained.  Is this stored on the yellow pages?

Why doesn’t SSN provide the HAZMAT notification initially in response to HAZMAT query.  The data requester could then go to data provider direct for more detailed information. As the UK has stated before, an initial summary with the initial notification in the correct MRS format would be more useful.

This would also reduce delay outlined in timings, this data could be utilised to prepopulate competent authority MRS databases, reducing the loading on shipboard and operational staff, thereby reducing Human element loading.   However 15 minute delay in turn round from data provider, induces delay which could be overcome by dealing with vessel direct. 

EMSA reply (24/11/04) 
There is no information stored in the EIS regarding the address at which the full Hazmat information can be obtained. The U.K. proposal is a different approach which is not in line which what has already been decided by the M.S. However we suggest that further consideration is needed on the U.K. proposal.  

We suggest that the working group should make a proposal on the issue.  

Norway reply (29/11/04) 
We support the solution that is implemented. Our national solution is based on the existing specification and we prefer to gain experience with the existing solution to find pros and cons before we start working with a new design.

Netherlands reply (25/11/04)
To our knowledge contact details about getting full details about the dangerous goods on board of a ship are registered in the EIS if the full details can not be obtained by XML but only by phone/fax/email.
Reply of Greece (16/12/04)

We support the solution that is implemented.  

EMSA reply (20/12/04)
What is being entered in the Web UI has to be presented in the Web UI. If a data provider indicates it has more hazmat details then it provides phone/fax, file download or xml. If it has cargo information it provides phone/fax, or file download. Cargo manifest is on demand, more details is on demand. Hazmat notifications are handled just like Ship, Security and Alert notifications not like Port notifications. We support the solution that is implemented.  

17. Comment/proposal regarding “Area search” (paragraph 5.3.3, first paragraph, page 32/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

General procedure

The “Area Search” request provide an overview of all messages transmitted in a given geographical area (Atlantic, North Sea and Channel, Mediterranean West and East part)

A LCA could consult all messages exchanged within a delimited area as detailed in Table 5/4 - Area Search Access

U.K. Comment (13/10/04)
Why should it, Article 16 indicates that this should be broadcast by MS.  SSN does not provide this facility, see above

LCA’s would expect to be advised of an incident or alert affecting their service area, or vessels in transit to them.

Detail should be broadcast and collated automatically by NCP, to ensure relevant authorised user receives alert of interest to them.

EMSA reply (24/11/04) 

According to SSN planning, the “area search” facility would not be used for alerting but only for searching existing information.  

Norway reply (29/11/04) 
When will it be possible to do area search by means of XML request?

EMSA reply (20/12/04)
Area Search is dedicated to NCA Web Interface users having NCA as role.  The usage of Area Search by Member States through XML interface is not planned at the moment.  This would require changes in specifications and coding.  As a remainder, Area Search concerns NCA level and as such provides information on a country level.  We support the implemented solution. 
18. Comment/proposal regarding “Area search” (paragraph 5.3.3, Table 5/5, page 33/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

	Geographical Area
	Access Rights

	Baltic
	Finland, Sweden, Germany, Denmark, Poland, Lithuania, Latvia, Estonia.

	North Sea and Channel
	Sweden, Denmark, Norway, UK, Germany, Netherlands, Belgium, France

	Atlantic
	UK, Ireland, France, Spain, Portugal

	Western Mediterranean Sea
	Spain, France, Italy, Malta.

	Eastern Mediterranean Sea
	Italy, Greece, Cyprus, Malta

	European Union
	All Member States


Table 5/5 - Area Search Access

Comment of Greece (22/11/04)
The table 5/5 should be amended so as to include the new M-S (e.g. Slovenia e.t.c.)

EMSA Reply (23/11/04)
Slovenia should be included in the “Eastern Mediterranean sea”. We suggest that the “access rights” of the non maritime member States have also to be defined. 

We suggest that this issue to be considered by the working group.  

Reply of Greece (16/12/04)

We agree with EMSA.

EMSA reply (20/12/04)
Regarding the landlocked Member States we consider that the Web Interface is sufficient for their action as data providers. These M.S. need to define the NCA and ask for their userid.

19. Comment/proposal regarding “Receipt” (page 35/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

General procedure

The goal of the message Receipt is twofold:

· It must be sent by SafeSeaNet as the confirmation message (indicating whether the notification message has been successfully validated and processed, or not) to every notification message received from the Member States.

· When a received response is not well formatted (not XML compliant) or not valid (not compliant to corresponding XSD), this message receipt must be sent to the response’s sender to indicate an InvalidFormat error.

Comment of Greece (22/11/04)
Regarding the Receipt messages, a new bullet point should be added as follows:

▪   When a received response is well formatted, this message receipt must be sent to the response’s center as a confirmation to a valid response message.

It is considered that this message should be sent as a confirmation for the successful completion of the automated request – response process especially for M-Ss systems.     
EMSA Reply (23/11/04)
It seems that the suggested third bullet point is covered by the first bullet point (unless we have misunderstood).  
Comment of Greece (16/12/04)
The first bullet point refers only to notification messages while my comment refers to the well formatted Detailed Information Messages. According to the current version of the XML Ref. Guide (as well as according to the current implementation of the central SSN system) it is (also) clear that there is no Ack message (sent from the European Index Server) in the case where a response (Detailed Information Message) is well formatted.
EMSA reply (20/12/04)

The comment of Greece refers to the “MS2SSN response” which according to XML Ref. Guide is named as “well formatted detailed information messages”.  EMSA considers the proposal as correct. 

20. Comment/proposal regarding “System status change” (paragraph 6.2.1 and 6.2.3, page 36/73 of ICD issue 0 Revision 1: 19 October 2004

Text to which the comment refers 

2.1. 6.2.1
SafeSeaNet changes of operational capabilities 

Changes of Operational Capabilities resulting from new equipment or new processing which impact the operation of SafeSeaNet System will be notified by the system administrator to the concerned participants. The system administrator will provide advance notification as early as possible before implementing 

2.1.1. 6.2.3
SafeSeaNet Scheduled Outage

System change status for any System element or function, which results from scheduled outages for maintenance, integration or testing, will be notified by the responsible NCA to all NCAs. The responsible NCA should provide advance notification as early as possible before interrupting operations, including a description of the planned arrangements taken, if any.

U.K. Comment (13/10/04)
2.1.2. An SLA should be set on advance notification, as early as possible does not inspire confidence.  Does this mean one day, one week...

What does as early as possible mean?
EMSA reply (24/11/04) 
We suggest one week. 

Norway reply (29/11/04) 
We will propose “at least 3 days in advance”
Comment of Greece (16/12/04)

We propose “at least 3 days in advance”
EMSA reply (20/12/04)
We suggest modifying para. 6.2.1 and 6.2.3 as follows :

2.2. 6.2.1
SafeSeaNet changes of operational capabilities 

Changes of Operational Capabilities resulting from new equipment or new processing which impact the operation of SafeSeaNet System will be notified by the system administrator to the concerned participants. The system administrator will provide advance notification at least three days in advance before implementing 

2.2.1. 6.2.3
SafeSeaNet Scheduled Outage

System change status for any System element or function, which results from scheduled outages for maintenance, integration or testing, will be notified by the responsible NCA to all NCAs. The responsible NCA should provide advance notification at least three days in advance before interrupting operations, including a description of the planned arrangements taken, if any.

23. Comment/proposal regarding “Information Archival and Retrieval” (paragraph 7.2.6.4, second paragraph, page 47/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

The national systems connected to SafeSeaNet shall be able to archive and retrieve all messages and any messages transmitted or received during a defined time frame. The national systems connected to SafeSeaNet shall then be capable of transmitting again the appropriate information to that issued the request.

A national competent authority shall be able to retrieve message using any of the following parameters:

a.
 Message Unique Identifier as specified within the XML Messaging Reference guide,

b
 IMO number, MMSI, call sign,

c.
 Geographical area,

d.
 Locode.

A national competent authority may implement other retrieval modes as determined by national needs.

U.K. Comment (13/10/04)
This is the first statement regarding UNLocode.

VTMD does not specify UNlocode, AIS data does not currently specify UNlocode.  Not all ports utilise UNlocode for destination/departure information.  This has impact upon NCA system designs.

EMSA reply (24/11/04)
The issue of the UN Locode is very important and we suggest that the working group should make a proposal on that. 

Norway reply (29/11/04) 

We have started the work to update the national UN Location Codes and finely inform the SafeSeaNet and IMO to have these registers in line with our national register. The Nordic countries forwarded a proposal to IALA regarding the AIS destination/departure format. The proposal was to use the UN Location Code only for the departing and destination port. See the attached IMO document page 4, “Suggested use of the UN/LOCODE”.
We support the EMSA proposal
Reply of Greece (16/12/04)

We support EMSA proposal.

EMSA reply (20/12/04)
We suggest Norway to present the IMO document during the next SSN meeting with the M.S. In addition we consider necessary the member of the working group to send their comments regarding the better management of the LOCODEs of the ports outside and inside the E.U.  
24. Comment/proposal regarding “Communication Links” (paragraph 7.2.4.2, page 48/73 of ICD issue 0 Revision 1: 19 October 2004).

Text to which the comment refers 

The SafeSeaNet Index Server and NCAs shall implement procedures to ensure that the communication network specifications within the Interface Control Document are met.

The national systems connected to SafeSeaNet shall be supported by data communication links and networks that allow them to transfer notification messages to SafeSeaNet Index Server within [1 minute, 99% of the time].

The ratio of messages lost or corrupted in message transfer between NCA/SafeSeaNet Index Server shall be less than [ 0.1%.]
A communication network with SafeSeaNet Index Server shall be available 99% of time 365 days a year, 24 hours a day.

The interruption of service shall not exceed a maximum period of [ 6 hours ]. 

U.K. Comment (13/10/04)
Comment 1 

Reference ealrier comment, this does not define time but percentage of messages.  Which equates to approximately 400 per annum for combined Dover Strait MSR.  
Comment 2

This equates to 3.7 days downtime per annum, with interruption to service not exceeding 6 hours, this would equate to 14 days with maximum 6 hours disruption. 

Store and forward would make more sense than reversion to Tel/Fax.

EMSA reply (24/11/04)
The issue of the availability figures is very important and we suggest that the working group should make a proposal on that.  

Norway reply (29/11/04) 
We support the EMSA proposal
Reply of Greece (16/12/04)

We support EMSA proposal 

EMSA reply (20/12/04)
The EMSA reply of 24/11/04 is valid. 

25. Comment/proposal regarding “Additional Timing Requirements” (paragraph 7.2.4.3, page 48/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

The national systems connected to SafeSeaNet shall be designed to allow for the following timing requirements:

- [60] Minutes to start up backup procedures,

- [15] minutes to forward retrieved information to the requesting authority.

U.K. Comment (13/10/04)
Should this be decreased for NCA’s using XML?

EMSA reply (24/11/04)
The primary issue is the M.S. to comply with the availability standards that will be defined. Thereafter it is not important how the national systems should be designed in respect to their buck up procedures.
EMSA reply (20/12/04)
We suggest to delete the first bullet.  

26. Comment/proposal regarding “Additional Timing Requirements” (paragraph 7.2.7.6, page 48/73  of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

The national systems connected to SafeSeaNet shall archive messages for at least [30 days].

The national systems connected to SafeSeaNet shall respond to requests for archived data and messages from other NCAs within [60 minutes].

The national systems connected to SafeSeaNet shall respond to requests for messages covering the preceding 48-hour period within [30 minutes].

The actual information received will be stored by the NCP for a period of [TBD]

The Central Index Server will store the information during the same period as defined for the NCP, through a database storing the notification messages during the agreed period.

U.K. Comment (13/10/04)
This is required for system design and backup arrangements.
EMSA reply (24/11/04)
The proposed storage period of the actual information by the NCP is 18 months. We suggest that the working group should make a proposal on the numbers in brackets. 

Norway reply (29/11/04) 
We support the EMSA proposal.
Reply of Greece (16/12/04)

We support the EMSA proposal 

EMSA reply (20/12/04)
We suggest the following text :

The actual information received will be stored by the NCP for a period of 18 months.
The Central Index Server will store the information during the same period as defined for the NCP, through a database storing the notification messages during the agreed period.

27. Comment/proposal regarding “Information archival and retrieval – Access to archived information” (paragraphs 7.2.6.4 and 7.2.7.6, pages 47/73 and 48/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

7.2.6.4
Information Archival and Retrieval 

The national systems connected to SafeSeaNet shall be able to archive and retrieve all messages and any messages transmitted or received during a defined time frame. The national systems connected to SafeSeaNet shall then be capable of transmitting again the appropriate information to that issued the request. The Netherlands do not agree with this section. When does an LCA know that it has to resent a message? The Netherlands delete all AIS notifications after they have been sent to the central index, why should they be saved? They are not valid anymore after sending to the central index. Refer also to my comments about this issue provided earlier. 

7.2.7.6
Access to Archived Information

The national systems connected to SafeSeaNet shall archive messages for at least [30 days]. The Netherlands does not agree.

The national systems connected to SafeSeaNet shall respond to requests for archived data and messages from other NCAs within [60 minutes]. The Netherlands does not agree.

The national systems connected to SafeSeaNet shall respond to requests for messages covering the preceding 48-hour period within [30 minutes]. The Netherlands does not agree.
Comment of Netherlands (The) (4/11/04)
The Netherlands proposals are in bold and underscore.

EMSA reply (23/11/04)
We think that more clarifications need to be provided by the Netherlands. We suggest that this issue should be considered by the working group.  

Netherlands reply (25/11/04)
Why should notifications which have been sent to the EIS be retransmitted?

Full details of notifications that can be requested should be online at the National/Local systems for a period of, f.i. 90 days.

Requests for information that is already archived should not be done via the SafeSeaNet system but directly to the provider via telephone/fax/email.

Germany reply (30/11/04)

We agree with Netherlands regarding resent messages. What are the reasons for these transactions?

Reply of Greece (16/12/04)

a) Notification Messages: Taking into account that all Notification Messages (transmitted by MS) are stored in the Central Index Server I think that there is no need to retransmit these messages.

b) Detailed Information Messages: According to general principles of the project all national systems should be able to provide detailed information related to a particular Notification Message that they have sent to the Central Index Server as long as they are considered as valid. It is obvious that such requests (for detailed information) could be submitted repeatedly.  

Consequently, the point of interest should be the validity of the message. From the time perspective, I consider that the validity of each message depends on its content. For instance a Port Notification report (received today), which announces that a vessel is going to visit a particular port on 30/11/2005 should be considered as valid until 30/11/2005 (at least) while an AIS report becomes obsolete once a new AIS report has been received (for the same vessel). 

Note: As it is mentioned in Norway reply on comment No 6 of this document, they get port notification up to one year in advance.     

c) Use of telephone/fax/email by the LCA that holds the information (in paper based format):

As I have stated in previous SSN meetings this implementation requires (at least) the following:

1. Staffing with specialized personnel that has access to the relative records, in a 24x7 basis.

2. Use of a common language (f.i. English) by the above mentioned personnel. 

EMSA reply (20/12/04)
If The Netherlands will not store any notification they send to SSN then it seems like they are not willing to act as Data Provider towards the other member states. As soon as a notification is send which does not contain all details then local storage of the details is mandatory. Some notification types do not require storage.

We suggest that a NCA acting as a Data Provider keeps the latest information about each ship per notification type.  Thus for each ship, the latest Hazmat details, the latest Cargo Manifest details, the latest Ship details, the latest Security details.  A decision should be taken about Alert details: the only notification type not based on latest information.

The NL proposal is against to the main principle of the SafeSeaNet. 
33. Comment/proposal regarding “Section 3.2  SSN_Receipt XML message (page 45 of the XML Guide ver. 1.6”

Comment of Germany (30/11/04)

Each piece of information should produce a receipt on demand. This is the best way to document the history of transactions and to give details referring to time efficiency of the data interchange.

This means that acknowledgements must also be given, when a response was correct and when a request was sent. (this is according to the IMO Protect Edifact rules).
EMSA reply (20/12/04)
SSN is always sending a receipt when it receives a correct notification or request. However the current version do not send a acknowledge message in case of “MS2SSN response” which according to XML Ref. Guide is named as “well formatted detailed information messages”.  EMSA considers the proposal as correct. The comment of Germany is in the same direction with the comment of Greece No. 19. 

34. Comment/proposal regarding Section 3.3 Hazmat and others – search criteria MMSI- number (page 47 of the XML Guide ver. 1.6”

Comment of Germany (30/11/04)

“MMSI- number is mandatory if IMO-number is not given“. After implementation the actual data base of Lloyds register of shipping into the basic system SSN of Germany we ascertained, that for most of the stored ships the MMSI number is unknown. (Lloyds data base = 110000 ships; stored ships without MMSI – Number = 77000).

We think it is better to identify a ship using a call sign and name if the iMO number is unknown.

(In addition to the call sign, the Lloyds database includes the current and the previous name). 
EMSA reply (20/12/04)
Search criteria for SSN are either MMSI or IMO number. This has been agreed by the Member States as the best criteria. From the operational point of view we fully agree that the call sign is more widely known than the MMSI. However this proposal is a fundamental change contradicting to what already agreed. 
35. Comment/proposal regarding Section 3.6 Get Hazmat notification details ; Part *-Hazmat_Res.xml message (page 96 of the XML Guide ver. 1.6”

Comment of Germany (30/11/04)

Insert an attribute IMO_Code into the block Cargoinformation.DPG.

There is a considerable difference as to whether products are carried as “packing goods“ (IMD Code) or in built-in tanks (IBC or IGC Codes).

There are approximately 200 number of dangerous goods in the IBC Code, where the UN number does not exist. (for instance carbolic oil, Alcanes (c6-c9) etc.).

In the IMD – Code the UNNR is mandatory, because there is no technical product without UNNR.

The inserted attribute IMO_Code can have the values: IMD, IBC, IGC and BC.

If the IMD – Code is IBC or IGC than is the XML-type of PlacementofGoods and PlacementofGoodsinContainers minOccurs=0.

The attribute IMO_Code corresponds with the IMO Protect Standard in block DGS.

For instance :       Products with UNNR in IBC- and IGC-Code

DGS+IMD+4.3+1280+-028:CEL+I+F-GS-O++++8:3'   or

DGS+IBC+S/P+1280+++I+F-E-S-D'

Products without UNNR in IBC- and IGC-Code

DGS+IBC+S/P+NONE'

FTX+AAD+++ALACHLOR TECHNICAL (90% OR MORE )'

EMSA reply (20/12/04)
The proposal should maybe further discussed with the Member States. Germany is kindly requested to provide information on the IMO Protect Standard. 

36. Comment/proposal regarding Section 3.3 Send Notifications and others  Voyage Information in XML message type, (page 45 of the XML Guide ver. 1.6”

Comment of Germany (30/11/04)

(Also Table 5/2 in the EMSA Note 23-11-04 )

The term “Port of Destination“ in table 5/2 should be substituted with “NextportOfcall“ as is described in the ICD block VoyageInformation.

With respect to Hazmat declarations the relations between ETA, ETD and Ports were in Germany with the ports agreed as follows:

a)   Ships entering a German port:  ( incoming traffic )

LastPortofCall= XXXXX in UN Locode ( e.g. NLRTM )

NextPortOfCall= German Port ( e.g. DEHAM ),

ETA = Arrival time in German Port ( e.g. 2004-12-16T12:00:00 )

ETD = Departure time for the ship leaving the German port again

( e.g. 2004-12-17T01:00:00)

b.)    Ships leaving a German port ( outgoing traffic )

LastPortofCall=PortofOrigin = German port ( e.g. DEHAM )

NextPortofCall= XXXXX in UN Locode  ( e.g. NLRTM )

ETD = Departure time for leaving the German port ( e.g. 2004-12-17T01:00:00)

ETA = Arrivaltime nextPortofCall ( unknown or known ).

These rules comply with IMO Protect Standard.

EMSA reply (20/12/04)
It is correct that the “Port of Destination” have to be replaced with the “NextportOfcall”. 

With respect to HAZMAT notification we agree that the (b) case is correct. However the (a) case seems to be not correct since the German ports are not responsible to send the HAZMAT notifications for ships entering the German ports (this has to be done by the port of departure), unless ship is arriving from outside E.U. (in that case only the ETA in required). 
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NOTE 
for the members of SafeSeaNet Working Group

2.3. SUBJECT: SafeseaNet Comments/Proposals – Agreed issues
1. Comment/proposal regarding “Distribution Principles” (paragraph 2.2, first paragraph, page 13/73 of ICD issue 0 Revision 1 : 19 October 2004)

Text to which the comment refers 

The bulk of information remains in the Member States. When a LCA/NCA has got information about a ship, it just informs the central index about it through a “notification” message. The system will display that the competent authority that provided the data (identified as data provider) possesses a certain type of information on a certain ship.

U.K. Comment (13/10/04) 

This statement implies that the Central Index will store the “notification message”.  Is this correct?

EMSA reply (24/11/04) 

Yes it is correct. The port notification is the only message that is stored at the Central Index.

Netherlands Reply (25/11/04)
To our knowledge all data contained in notification messages is stored in the Central Index. The Port Notification message is the only message which contains all information so in case of an request for details about a Port notification no request has to be forwarded to the provider of the port notification by the Central Index, the Central Index itself will supply all port notification details to the requester.

2. Comment/proposal regarding “Distribution Principles” (paragraph 2.2, second paragraph, page 13/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

In common with standard messages for ship position and destination, the system will display the name of the ship, the position transmitted the port of destination and the ETA (Estimated Time of Arrival).

U.K. Comment (13/10/04) 
Which system will display the details identified. Should the information include the Date Time Group (DTG) related to position report.

EMSA reply (24/11/04) 
Every position displayed by SafeSeaNet has to be time stamped. EMSA has asked the contractor for the correction of this deficiency. 

4. Comment/proposal regarding “general architecture of the system and distribution principles" (paragraphs 2.1 and 2.2, page 13/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

A National Competent Authority, assumes on behalf of its country the responsibility of the SafeSeaNet management. It is in charge to verify and maintain the national network and procedures compliant with the requirements as described within the Interface Control Document. In case of an MPOC solution each LCA is responsible for verification and maintaining its connection to SafeSeaNet and procedures compliant with the requirements as described within the Interface Control Document.

….

There can be variations: some Member States may decide to collect within an NCA the information that is produced by their LCAs. In these Member States, the target NCA can answer the request without involving the respective LCAs. If an Member State has implemented an MPOC solution than requests are directly send by the LCA to the central index. The central index forwards requests for the MPOC Member State directly to the LCA who owns the information.

Comment of Netherlands (The) (4/11/04)
The procedures described in paragraphs 2.1 and 2.2 are valid for SPOC implementation but not for an MPOC implementation. 

The Netherlands propose to add the above text that is in bold.

EMSA reply (23/11/04)
EMSA considers the suggestions as correct.
7. Comment/proposal regarding “Responsibility of data requester” (paragraph 3.1.2, first paragraph, page 21/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

2.3.1. 4.2.1 Responsibility of a “Data Requester”

A data requester should only request data in regard with his normal duty or relevant to a specific event where it has been involved.

When a “data requester” request detailed information about a notification, SafeSeaNet will ask the corresponding “data provider” to get the detailed information and send it back within a specified timing to the “data requester”.

U.K. Comment (13/10/04)
How would this be relevant to alert notifications.  Pollution Report./lost containers could be of interest to anyone with vessels in transit through areas of the North Sea.  Relying on data request to receive alert notification could result in delay and potential degradation in the situation, resulting in higher risk to the MCA.  Can alert notifications be automatically distributed to interested NCA’s?

EMSA reply (24/11/04) 
According to the SafeSeaNet design and the “users access right table” (page 44/73 of the ICD) all the CST, PSC and NCA have access to “Alert” information.  The issue of the automatic distribution of the alert messages to the interested NCAs is important and we could possibly add to the SafeSeaNet the automatic pop-up of the alert message on the screen of the NCA concerned.

We suggest that the working group should make a proposal on the issue.  

Norway reply (29/11/04) 
We support the EMSA proposal

Reply of Greece (16/12/04)

Regarding the Web User Interface a possible solution could be the allocation of a specific part (frame) of each screen. After the successful log-in to the system, all relative alert notifications could be appeared in this part.

It is implied that the Central Index Server through the use of the authentication credentials determines all alert messages related to the particular user.   

The content of this frame could also be refreshed automatically and periodically. (I propose one minute).

Regarding the XML interface a possible solution could be the automated transmission of the alert message from the Central Index Server to all concerned parties (National Systems). In case that the Central Index Server receives a new alert message, a related xml message should automatically be sent to all concerned parties.   

Netherlands reply (25/11/04)
In version 1 of SafeSeaNet no automatic distribution of information is foreseen. The ICD should be based on version 1 of SafeSeaNet. Automatic distribution could be new functionality to be incorporated in version 2 of SafeSeaNet. Lets first get some experience with the system and then decide about which new functionality to add.

EMSA reply (20/12/04) 

The automatic distribution is an important issue. The alert would be broadcast by the EIS to all E.U. actors or only to a group of actors; however this is an option that should be discussed as a future evolution. It is useful to define the issues that could improve future SafeSeaNet functionality.

11. Comment/proposal regarding “Alert notification” (paragraph 5.2.4, first paragraph, page 26/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

General procedure

A LCA (as described at section 3.1) who originate a message of Alert/Incident (SITREP, POLREP, Waste, Lost/found Containers, Others) should send an Alert/Incident Notification message to SafeSeaNet Index Server. In certain circumstance, the information may not be linked to a ship.

U.K. Comment (13/10/04)
Is this correct? A report on sighted containers could still be linked to the vessel making the report.

EMSA reply (24/11/04) 
The text is correct since the report of a sighted container could be linked to the vessel making the report but also to other reporting entities (such as air means, land stations etc.). 

Regardless the above and to be more accurate we suggest a modification of this sentence as follows : “A LCA (as described at section 3.1) as well as other reporting entities (e.g. RCCs, Pollution prevention centres etc.) who originate a message of Alert/Incident (SITREP, POLREP, Waste, Lost/found Containers, Others) should send an Alert/Incident Notification message to SafeSeaNet Index Server. In certain circumstance, the information may not be linked to a ship”.

Reply of Greece (16/12/04)

We support EMSA proposal. In addition, taking into account the reference that is contained in page 128 of the XML Ref. Guide (see below) I propose to re-examine (in depth) the content of the ALERT messages in order to clearly define its content as well as the circumstances under which these messages should be sent. 
Part of page 128 of the XML Ref. Guide:

“Incidents Details
The description of this XML message includes a first try to model in XML the details of the different incident types. The following table gives a mapping between an incident type and its corresponding element node in the XML message:”

21. Comment/proposal regarding “Communication interfaces” (paragraph 7.1, page 38/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

The SSN system allows the exchange of information about maritime traffic. To this end, it will collect the information available on a ship at a determined moment, as requested by the EU maritime safety legislation, while being compatible with the procedures used by the operational services.

U.K. Comment (13/10/04)
This statement suggests that SSN will store information transmitted to it for Notifications.
EMSA reply (24/11/04) 

The SafeSeaNet Index Server stores the port notifications. For better accuracy, the sentence is suggested to be modified as follow: “The SSN system allows the exchange of information about maritime traffic. To this end, it will collect notifications of the information available on a ship at a determined moment, as requested by the EU maritime safety legislation”.

Norway reply (29/11/04) 
We support the EMSA proposal

Reply of Greece (16/12/04)

We support EMSA proposal 

22. Comment/proposal regarding “Message Formats” (paragraph 7.2.6.2, page 46/73  of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

The national systems connected to SafeSeaNet should communicate in any format with the associated local competent authorities.

U.K. Comment (13/10/04)
This appears to place on us NCA’s to carry out data conversion.  At inception in accordance with VTMD Annex III, SSN was going to include this facility.  This statement should be amended to allow NCA’s to agree common communication format (proposed XML) with LCA’s.
EMSA reply (24/11/04) 
It is the responsibility of the NCA on how to communicate with the LCAs.

Norway reply (29/11/04) 
We fully agree with EMSA. This strategy was agreed upon from the very beginning

Reply of Greece (16/12/04)

We support EMSA proposal 

28. Comment/proposal regarding “Statistical uses” (paragraph 8.2, page 49/73 of ICD issue 0 Revision 1: 19 October 2004)

Text to which the comment refers 

The data handled by SafeSeaNet are extremely valuable and can potentially be used for a number of statistical applications.

The main user of these statistics would probably be the European Maritime Safety Agency. However, the Commission and the Member States may also be interested in directly receiving statistics concerning their country, a specific region or the whole EU.

The development of statistical functions in SafeSeaNet could even facilitate further the implementation of specific requirements.  For instance, under the Paris MOU rules, as well as the requirements of Directive 95/21/EC, Member States have to inspect 25% of individual vessels calling to their ports, which mean that they must count all port entries and retain only individual vessels.  If SafeSeaNet would be provided with all port entries data, it could calculate automatically the number of individual vessels and, in advance, the 25% number of ships to be inspected for each Member State.

U.K. Comment (13/10/04)
How would exempted vessels under Article 15 be included in this figure particularly if the movements are frequent?

EMSA reply (24/11/04)
Exemptions may be granted only for HAZMAT notifications. Therefore port and ship notification messages should be recorded in any case in SafeSeaNet. 

29. Comment/proposal regarding “General issues” not linked to the ICD issue 0 Revision 1 : 19 October 2004)

Text to which the comment refers 

Not applicable.

Comment of Greece (22/11/04)
1.1 Document Amendments and Updates

Specific procedures should be established in order to define the way of:

· Submission of proposals for amendments/Updates by E.C. , EMSA, M-Ss  

· Approval of amendments/Updates by the stakeholders   

EMSA reply (23/11/04)
To amend / update the SSN documents we should follow the procedures applied till present, which are to discuss all proposals and pursuit the consensus between all different views. Definitely this procedure should be based on specific principles e.g. to avoid discussing issues that have already been approved by the M.S. (unless there are serious reasons).

The views of the LCA, RCC, PSC etc. should be put forward through the national representatives of the M.S. who attend the SSN meetings. However EMSA is currently exploring the possibility to have a contact with port associations (since ports are the main SSN stakeholders) and it is possible to call ports’ representatives to present their views during the future SSN meetings. 

30. Comment/proposal regarding “General issues” not linked to the ICD issue 0 Revision 1 : 19 October 2004)

Text to which the comment refers 

Not applicable.

Comment of Greece (22/11/04)
1.2 System Requirements 

The ICD describes a demanding ICT system as regards its performance and availability that could lead the M-Ss to develop a very expensive system with mechanisms such as cluster and or redundant equipment in order to fulfill the requirements. The relevant cost of such systems will be significantly increased in cases of countries like Greece where the number of ports is extremely high. Consequently the evolution of the described SafeSeaNet project is directly related to the available funds. A specific reference to this issue (funding of the national systems in correlation with the desired specifications) should be included in the text.     

EMSA reply (23/11/04)
The objective of ICD (as well of the other SSN documents) is to describe the SSN facilities. ICD is  not related to funding programmes and therefore it is not relevant to make any reference to financial issues in it.  It is worth noting that even if there would be such a reference in the ICD, there will be no value for the M.S. regarding the ensuring of funds. 

31. Comment/proposal regarding “Adoption of the ICD” not linked to the ICD issue 0 Revision 1 : 19 October 2004)

Text to which the comment refers 

Not applicable.

Comment of Greece (22/11/04)
We consider that the ICD should be amended so as to include the comments made by the M-Ss. The updated version should be sent to M-Ss administrations in order to be adopted by the ‘written procedure’. 

EMSA reply (23/11/04)
The Commission, EMSA and the M.S. need to discuss and explore the possibility of a consensus and later on (if needed) we could follow the written procedure. 
32. Comment/proposal regarding “grammar issues” linked to various parts of the ICD issue 0 Revision 1 : 19 October 2004)

Text to which the comment refers 

Various parts of ICD.

Comment of Netherlands (The) (4/11/04)
The comments regarding grammar errors were made. 

EMSA reply (23/11/04) 

The suggestions were adopted.
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