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	Executive summary 
	This document proposes that all data related to an incident report (notification and response) is provided in the incident report notification message itself.



	Action to be taken
	As per paragraph 3

	Related documents
	a. SSN XML RG V 2.03

b. Terms of reference for the SSN Working Group on “Incident Reports”



1. INTRODUCTION

The SSN Working Group on “Incident Reports” should (taking into account existing specifications of the SSN system) develop and propose to the SSN Group a revised version of the Incident Report messages. 

In accordance with the Directive 2002/59/EC Member States shall notify to the SSN/EIS Incident Report Notifications (former alerts notifications)
When an NCA receives the above information, it informs the SSN/EIS about it using a “notification” message. SSN indicates that the specific data provider has certain type of information available on that ship.

When another Member State requests the display of more detailed information, the following process occurs:

a) When using the XML interface:

· The LCA (acting as a Data Requester) sends a “request” message to its NCA, the NCA then forwards it to the EIS;

· The EIS forwards the request to the NCA of the Member State where the requested information is located, which, in turn, forwards it to the end user that owns the information;

· The LCA (Data Provider) that owns the information then answers with the information that is transmitted back to EIS that forwards it to the Data Requester. The information is processed by the application of the Data Requester.
b) When using Web interface:

· The LCA (identified as Data Requester) sends a “request” message to the EIS;

· The EIS forwards the request to the NCA of the Member State where the requested information is located, which, in turn, forwards it to the end user that owns the information;

· The LCA (Data Provider) that owns the information then answers with the information that is transmitted back to the data requester. The information is processed by the EIS.
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Figure 1: schema of the SSN data transaction 

This document proposes avoiding steps between SSN and the NCA B (Data provider) marked in red by setting up a new Incident Report notification which already includes all the information.

ALL the details currently made available to requestors via the Incident Report Response messages will be notified by a Member State during the notification process.

2. Guiding principles 

The following elements support this proposal:

· Most of the MSs at a certain stage during last years have experienced problems on the request/response mechanism or when providing documents for being downloaded. The evidence can be found in the annex (table distributed in last SSN Data Quality Report with the unavailability of Hazmat and Ship details). Similar problems are found by the MSS when checking Incident Reports (except for those provided via the Incident Report Distribution tool).

· The data contained in the Incident reports is intended to be shared and distributed among all the SSN community contrary to the Hazmat notifications, to be used only when needed (emergency cases). The document “SSN 11.4.1 best practices” was agreed at SSN 11 Workshop (Lisbon 11 & 12 June 2009). It states that the exploitation of such data on a routine basis is desirable since it would ensure the maximum use of SSN information not only for emergency purposes but also to support routine operations..

· Storing all data at central level will give the opportunity to set up much more valuable queries to the system (historical data for a particular ship, per areas, etc.).

· Another advantage is the reduction of the response time when a request for information is made by any user.

· Providing all data in the notification allows the complete distribution of the incident report via XML (provided that a new element in the notification is included for this purpose).

· This proposal certainly relieves MSs of the obligation to maintain the information available at any time and reduces the number of factors that may fail during the exchange of information process.

3. ACTION REQUIRED

Members of the IRWG are invited to assess this proposal. The final outcome is to be presented for discussion/ adoption by the SSN Group.
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