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	Executive summary 
	As agreed at SSN 4, this document presents the content of the new alert messages: 

1) Ship in breach of notifications and reporting requirements imposed by Directive 2002/59 (second bullet of paragraph 1.a of Article 16)

2) Ships failed to comply with the applicable rules in ships’ routing systems and VTS placed under the responsibility of a Member State (third bullet of paragraph 1.a of Article 16)

3) Results of actions taken by a Member State as a result of the inspections or verifications stipulated by paragraph 3 of Article 16. 



	Action to be taken
	As per paragraph 3

	Related documents
	a. SSN 4/3/6 document 

b. Paragraph 3.6 of SSN 4 minutes

c. SSN XML Ref. Guide V. 1.6




1.  INTRODUCTION 

At SSN 4, EMSA presented the document SSN 4/3/6 regarding the new alerts that have to be incorporated into SSN to comply with the requirements of Article 16 of the Directive 2002/59. These alert messages are: 

a. Ship in breach of notifications and reporting requirements imposed by Directive 2002/59 (second bullet of paragraph 1.a of Article 16)

b. Ships failed to comply with the applicable rules in ships’ routing systems and VTS placed under the responsibility of a Member State (third bullet of paragraph 1.a of Article 16)

c. Results of actions taken by a Member State as a result of the inspections or verifications stipulated by paragraph 3 of Article 16. 

At SSN 4, EMSA proposed the contents for three new alert messages (see attached Annexes I, II and III). One delegation suggested that ICD Working Group should deal with this issue. Two delegations suggested that the three proposed messages should be combined into one as much of the content was the same. The SSN 4 agreed the issue will be further discussed by the ICD Working Group which has now renamed to Intersessional SafeSeaNet Working Group (ISWG).

2. EMSA ANALYSIS

Considering the suggestions of the SSN 4 and based on the further analysis on the issue, EMSA suggests the following :
a. Annex I and II refer to alerts of similar nature serving similar business logic. Due to reasons of simplicity, EMSA suggests combining these two alert messages to one. 

b. According to paragraph 2 of Article 16, the alert messages have to be communicated to the coastal stations concerned in the other Member States located along the planned route of the ship. To comply with this requirement EMSA suggest expanding the new alert messages with additional field named “AuthoritiesNotified”. This field should be divided into two fields (like the example of the waste alert): NextPortOfCall and OtherAuthorities. 
c. The content of the two messages are indicated in the attached Annexes IV and V.

d. The inclusion of the new alert messages impacts the XML Reference Guide which has to be modified at different parts. EMSA suggestions are listed in the attached Annex VI. 

3.  ACTIONS REQUIRED

The Member States are invited to note the above proposal and to take appropriate decisions.  

ANNEX I 

VESSELS NON COMPLYING WITH THE REPORTING REQUIREMENS 

	Vessel identification



IMO Number: ………………………………….



MMSI Number:…………………………………



Call Sign: ………………………………….



Ship Name: ………………………………….


	

	Voyage Information


Next port of call: ………………………………….


Estimated Time of Arrival: ………………………………….


ETD from next port of call: …………………………………..


Total number of persons aboard: ………………………………



	

	Inspection Authority

Name and co-ordinates of inspection authority (from which detailed information may be obtained) …………………..………………………………….


Type of non compliance: ………………………………….
· Breach of VTS requirements

· Breach of MRS requirements

· Breach of SSN requirements

· Other


Place of non – compliance: …………………………………..

Date/time of non – compliance: ……………………….……..
             Action taken: …………………………………..
· Fine imposed

· Flag State notification

· Operator /agent/ master notification

· No permission to enter port

· Detention

· No action 

· Others (please specify)





 ANNEX II 

VESSELS NON COMPLYING WITH ROUTING SYSTEMS REQUIREMENS 

	Vessel identification



IMO Number: ………………………………….



MMSI Number:…………………………………



Call Sign: ………………………………….



Ship Name: ………………………………….


	

	Voyage Information


Next port of call: ………………………………….


Estimated Time of Arrival: ………………………………….


ETD from next port of call: …………………………………..


Total number of persons aboard: ………………………………



	

	Inspection Authority

Name and co-ordinates of inspection authority (from which detailed information may be obtained) …………………..………………………………….


Type of non compliance: ………………………………….
· traffic separation schemes, 

· two-way routes, 

· recommended tracks, 

· areas to be avoided, 

· inshore traffic zones, 

· roundabouts, 

· precautionary areas and 

· deep-water routes. 

Place of non – compliance: …………………………………..

Date/time of non – compliance: ……………………….……..
             Action taken: …………………………………..
· Fine imposed

· Flag State notification

· Operator /agent/ master notification

· No permission to enter port

· Detention

· No action 

· Others (please specify)





ANNEX III 

RESULTS OF INSPECTIONS (UNDER PARAGRAPH 3 OF ARTICLE 16)

	Vessel identification



IMO Number: ………………………………….



MMSI Number:…………………………………



Call Sign: ………………………………….



Ship Name: ………………………………….


	

	Voyage Information


Next port of call: ………………………………….


Estimated Time of Arrival: ………………………………….


ETD from next port of call: …………………………………..


Total number of persons aboard: ………………………………



	

	Inspection Authority

Name and co-ordinates of inspection authority (from which detailed information may be obtained) …………………..………………………………….


Type of non compliance: ………………………………….

Place of non – compliance: …………………………………..

Date/time of inspection: ……………………….……..
             Action taken: …………………………………..
· Fine imposed

· Flag State notification

· Operator /agent/ master notification

· No permission to enter port

· Detention

· No action 

· Others (please specify)





ANNEX IV 

VESSELS NON COMPLYING WITH THE REPORTING AND/OR ROUTING SYSTEMS REQUIREMENS 

	Vessel identification


IMO Number: ………………………………….


MMSI Number:…………………………………


Call Sign: ………………………………….


Ship Name: ………………………………….


	

	Voyage Information


Next port of call: ………………………………….


Estimated Time of Arrival: ………………………………….


ETD from next port of call: …………………………………..


Total number of persons aboard: ………………………………



	

	

	Inspection Authority

Name and co-ordinates of inspection authority (from which detailed information may be obtained) …………………..………………………………….


Type of non compliance: ………………………………….
· Breach of VTS requirements

· Breach of MRS requirements

· Breach of PORT or HAZMAT notifications requirements (Art 4, 12 and 13 of Directive2002/59)
· traffic separation schemes, 

· two-way routes, 

· recommended tracks, 

· areas to be avoided, 

· inshore traffic zones, 

· roundabouts, 

· precautionary areas and 

· deep-water routes. 

· Other


Place of non – compliance: …………………………………..

Date/time of non – compliance: ……………………….……..
      Action taken : ……………………………………………………




	Authorities Notified 

Next Port Of Call : …………………………………..

Other Authorities : …………………………………..




ANNEX V

RESULTS OF INSPECTIONS (UNDER PARAGRAPH 3 OF ARTICLE 16)

	Vessel identification


IMO Number: ………………………………….


MMSI Number:…………………………………


Call Sign: ………………………………….


Ship Name: ………………………………….


	Voyage Information


Next port of call: ………………………………….


Estimated Time of Arrival: ………………………………….


ETD from next port of call: …………………………………..


Total number of persons aboard: ………………………………



	Inspection Information
Execution of :  ( YES  /  ( NO  

· If YES then following information shall be provided:

Name and co-ordinates of inspection authority (from which detailed information may be obtained) …………………..…………………………………….


Type of non compliance: ……………………………………….

Place of non – compliance: …………………………………...

Date/time of inspection: …………….………………….….…..
             Action taken: ……………………………………………………
· If NO then following information shall be provided:

Reason why inspection was not executed:

 ………………………………………………………….



	Authorities Notified 

Next Port Of Call : …………………………………..

Other Authorities : …………………………………..




ANNEX VI

Extract from Section 3.3. – Send notifications

(page 68 of the XMLRG)

MS2SSN_Alert_Not.xml message
	Introduction
	The MS2SSN_Alert_Not.xml message is sent by a Member State to SafeSeaNet in order to notify SafeSeaNet that the Member State holds some information about a specific incident type.


	Types of Incident 
	The following types of incidents are supported by SafeSeaNet:


	Incident Type
	Description

	SITREP
	Situation report

	POLREP
	Pollution report

	Waste
	Waste reporting alert

	Lost/found Containers
	

	Inspections
	Report with the results of Inspections (under paragraph 3 of article 16)

	Non Conformity
	Report regarding vessels not complying with reporting or routing systems requirements (under paragraph 1a of Article 16)

	Others
	Any other one not in the above list


	Message description
	The following table describes the XML message used for the transaction.


	Item
	Occ
	Type
	Len
	Description

	Header
	1
	
	
	Header Node

	Version
	1
	Text
	3
	SafeSeaNet request current version (‘1.6’)

	TestId
	0-1
	Text
	1-8
	Test Case identification. Only useful for testing.

	MSRefId
	1
	Text
	1-36
	Reference number given by the original caller. 

It will be inserted back by SafeSeaNet in the MSRefId attribute of the SSN_Receipt.xml response.

	SentAt
	1
	DT
	19
	Notification creation date and time (ISO 8601 UTC format)

	From
	1
	Text
	5-8
	The name of the originator of the message (see p. …….).

	To
	1
	Text
	3
	The name of the recipient of the message (‘SSN’).

	Body
	1
	
	
	Body Node

	Incident
	1
	
	
	Incident element node(s). Only 1 element node might be given

	Type
	1
	Enum
	
	Type of the incident notification among the following possible values:

· SITREP

· POLREP
· Waste
· LostFoundContainers

· Inspections

· NonConformity

· Others


Extract from Section 3.8 – Get Alert Notification Details 
(page 127 of the XMLRG)

MS2SSN_Alert_Req.xml message

	Introduction
	The MS2SSN_Alert_Req.xml message is sent by a Member State (data requester) to SafeSeaNet in order to request the incident notification details about a given incident type.

Please note that such kind of XML request (MS2SSN_<SSN_Tx_Type>_Req.xml) and its corresponding XML response (SSN2MS_<SSN_Tx_Type>_Res.xml) should only be implemented by a Member State if it wants to develop its own data requester interface instead of using the default browser-based web interface supplied by SSN.


	Message description
	The following table describes the XML message used for the transaction.


	Item
	Occ
	Type
	Len
	Description

	Header
	1
	
	
	Header Node

	Version
	1
	Text
	3
	SafeSeaNet request current version (‘1.6’)

	TestId
	0-1
	Text
	1-8
	Test Case identification. Only useful for testing.

	MSRefId
	1
	Text
	1-36
	Reference number given by the caller. It will be inserted back by SafeSeaNet in the MSRefId attribute of the SSN2MS_Security_Res.xml response.

	SentAt
	1
	DT
	19
	Request creation date and time (ISO 8601 UTC format)

	TimeoutValue
	1
	Int
	
	Timeout value (in seconds) indicating when the request should be considered as expired and must not be processed.

	From
	1
	Text
	5-8
	The name of the originator of the message (see p……..).

	To
	1
	Text
	3
	The name of the recipient of the message (‘SSN’).

	Body
	1
	
	
	Body Node

	SearchCriteria
	1
	
	
	SearchCriteria element node

	IncidentType
	1
	Enum
	
	Type of the incident among the following possible values:

· SITREP

· POLREP
· Waste
· LostFoundContainers

· Inspections

· NonConformity

· Others

	SentAt
	0-1
	DT
	19
	Date and time (ISO 8601 UTC format) indicating when the alert has been notified to SafeSeaNet.

	From
	0-1
	Text
	5-8
	The name of the sender (data provider) of the alert notification (see p. …..)

	IMONumber
	0-1
	Text
	7
	IMO number of the vessel (optional)

	MMSINumber
	0-1
	Text
	9
	MMSI number of the vessel (optional)


Extract from Section 3.8 – Get Alert Notification Details 
(page 129 of the XMLRG)

SSN2MS_Alert_Req.xml message

	Introduction
	The SSN2MS_Alert_Req.xml message is sent by SafeSeaNet to the Member State owning the incident notification details (data provider) in order to request the incident notification details about a given incident type.

This message is used by SafeSeaNet when receiving a MS2SSN_Alert_Req.xml message coming from a data requester and when SafeSeaNet has identified that the data provider (i.e. the owner of the notification details) is able to talk XML with SafeSeaNet (please refer to “…….” at page ….. for more details). The data provider must have implemented this XML message and its XML response accordingly.

Please note that such kind of XML request (SSN2MS_<SSN_Tx_Type>_Req.xml) and its corresponding XML response (MS2SSN_<SSN_Tx_Type>_Res.xml) must be implemented by a Member State (data provider) in order to supply the notification details in XML format.


	Message description
	The following table describes the XML message used for the transaction.


	Item
	Occ
	Type
	Len
	Description

	Header
	1
	
	
	Header Node

	Version
	1
	Text
	3
	SafeSeaNet request current version (‘1.6’)

	TestId
	0-1
	Text
	1-8
	Test Case identification. Only useful for testing.

	SSNRefld
	1
	Uuid
	1-36
	Reference number given by the SafeSeaNet. 

It must inserted later by the NCA application in the SSNRefId attribute of the MS2SSN_Security_Res.xml response and will be used for correlation when SafeSeaNet will receive the response from the NCA application.

	SentAt
	1
	DT
	19
	Request creation date and time (ISO 8601 UTC format)

	TimeoutValue
	1
	Int
	
	Timeout value (in seconds) indicating when the request should be considered as expired and must not be processed.

	From
	1
	Text
	3
	The name of the originator of the message (‘SSN’).

	To
	1
	Text
	5-8
	The name of the recipient of the message (see p. …… ).

	Body
	1
	
	
	Body Node

	SearchCriteria
	1
	
	
	SearchCriteria element node.

	
	
	
	
	· 


SSN2MS_Alert_Req.xml message, Continued

	Message description (continued)


	Item
	Occ
	Type
	Len
	Description

	IncidentType
	1
	Enum
	
	Type of the incident among the following possible values:

· SITREP

· POLREP
· Waste
· LostFoundContainers

· Inspections

· NonConformity

· Others

	SentAt
	1
	DT
	19
	Date and time (ISO 8601 UTC format) indicating when the alert has been notified to SafeSeaNet.

	IMONumber
	0-1
	Text
	7
	IMO number of the vessel (optional)

	MMSINumber
	0-1
	Text
	9
	MMSI number of the vessel (optional)


Extract from Section 3.8 – Get Alert Notification Details 
(page 131 of the XMLRG)

MS2SSN_Alert_Res.xml message

	Introduction
	The MS2SSN_Alert_Res.xml message is sent by the Member State owning the notifications details (data provider) to SafeSeaNet in answer to its request for getting the incident notification details about a given incident type.

A prerequisite to this message is that the different incident details can be modelled as XML (XML schema) and that all Member States agree upon a common version.

Please note that such kind of XML response (MS2SSN_<SSN_Tx_Type>_Res.xml) and its corresponding XML request (SSN2MS_<SSN_Tx_Type>_Req.xml) must be implemented by a Member State (data provider) in order to supply the notification details in XML format.

Important notes:

Taking into account the size of the XML information (and the effort it would take for the Member States to develop them), the European Commission recommends in a first step that the Member States (data provider) should make their alert messages available as Word documents (.doc) on a web server and not in XML (using the MS2SSN_Alert_Res.xml message). The templates “Word” for these alert messages will be made centrally available for download on the SafeSeaNet web server. Nevertheless, SafeSeaNet will be ready to process the alert messages in XML format.


	Incidents Details
	The description of this XML message includes a first try to model in XML the details of the different incident types. The following table gives a mapping between an incident type and its corresponding element node in the XML message:


	Incident Type
	Corresponding element node in XML message

	SITREP
	SITREPAlertInformation

	POLREP
	POLREPAlertInformation

	Waste
	WasteAlertInformation

	Lost/found Containers
	LostFoundContainersAlertInformation

	Inspections
	InspectionsAlertInformation

	NonConformity
	NonConformityAlertInformation

	Others
	OtherAlertInformation

	
	


	Message description
	The following table describes the XML message used for the transaction. 


	Item
	Occ
	Type
	Len
	Description

	Header
	1
	
	
	Header node

	Version
	1
	Text
	3
	SafeSeaNet request current version

	TestId
	0-1
	Text
	1-8
	Test Case identification. Only useful for testing.

	MSRefId
	1
	Text
	1-36
	Reference number given by the caller in the response. It will be inserted back by SafeSeaNet in the MSRefId attribute of the SSN_Receipt.xml response if this message is not well-formed.

	SSNRefId
	1
	Uuid
	1-36
	Reference number given by SafeSeaNet in the SSN2MS_Hazmat_Req.xml request.

	SentAt
	1
	DT
	19
	Response creation date and time (ISO 8601 UTC format)

	From
	1
	Text
	5-8
	The name of the originator of the 

	To
	1
	Text
	3
	The name of the recipient of the message (‘SSN’).

	StatusCode
	1
	Enum
	
	Global status code

	StatusMessage
	0-1
	Text
	0-255
	Global status message string

	Body
	0-1
	
	
	Body node (optional if the request format was invalid)

	SearchCriteria
	1
	
	
	From incoming SSN2MS_Alert_Req.xml request

	IncidentType
	1
	Enum
	
	From incoming SSN2MS_Alert_Req.xml request

	SentAt
	1
	DT
	19
	From incoming SSN2MS_Alert_Req.xml request

	IMONumber
	0-1
	Text
	7
	From incoming SSN2MS_Alert_Req.xml request

	MMSINumber
	0-1
	Text
	9
	From incoming SSN2MS_Alert_Req.xml request

	IncidentDetails
	0-1
	
	
	IncidentDetails element node. Not allowed if StatusCode <> OK

	WasteAlertInformation
	0-1
	Choice
	
	WasteAlertInformation element node (if incident type = Waste)

	…
	
	
	
	

	SITREPAlertInformation
	0-1
	Choice
	
	SITREPAlertInformation element node (if incident type = SITREP)

	…
	
	
	
	

	POLREPAlertInformation
	0-1
	Choice
	
	POLREPAlertInformation element node (if incident type = POLREP)

	…
	
	
	
	

	LostFoundContainersAlertInformation
	0-1
	Choice
	
	LostFoundContainersAlertInformation element node (if incident type = LostFoundContainers)

	…
	
	
	
	

	Inspection
	0-1
	Choice
	
	Inspection element node (if incident type = Inspection)

	…
	
	
	
	

	NonConformity
	0-1
	Choice
	
	NonConformity element node (if incident type = NonConformity)

	…
	
	
	
	

	OtherAlertInformation
	0-1
	Choice
	
	OtherAlertInformation element node (if incident type = Others)

	…
	
	
	
	


MS2SSN_Alert_Res.xml message, Continued

	InspectionAlertInformation element
	The following table describes the InspectionAlertInformation element (returned if incident type = Inspection):


	Item
	Occ
	Type
	Len
	Description

	InspectionAlertInformation
	0-1
	Choice
	
	InspectionAlertInformation element node (if incident type = Inspection)

	VesselIdentification
	1
	
	
	VesselIdentification element node (if ship identified)

	IMONumber
	0-1
	Text
	7
	IMO number of the vessel. Mandatory if MMSINumber not given.

	MMSINumber
	0-1
	Text
	9
	MMSI number of the vessel. Mandatory if IMONumber not given.

	CallSign
	0-1
	Text
	1-7
	Call sign of the vessel

	ShipName
	0-1
	Text
	1-35
	Name of the vessel

	VoyageInformation
	1
	
	
	VoyageInformation element node (if ship identified)

	PortofDeparture
	1
	Text
	5
	Location code of port of departure.

	PortOfDestination
	1
	Text
	5
	Location code of port of destination.

	TotalPersonsOnBoard
	1
	Int
	
	Total number of persons on board. 99999 if actually unknown.

	InspectionInformation
	1
	
	
	InspectionInformation element node. Used to describer inspection

	InspectionExecuted (Question)
	1
	Choice
	
	YES if inspection was executed NO if inspection wasn’t executed

	InspectionSubject
	0-1
	Text
	255
	Subject of inspection (obligatory if  InspectionExecuted = YES)

	InspectionPort
	0-1
	Text
	5
	Location code of the port where inspection was due. (obligatory if InspectionExecuted = YES)

	ToIstart
	0-1
	DT
	19
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of the inspection  start . (obligatory if InspectionExecuted = YES)

	ToIend
	0-1
	DT
	19
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of the inspection end (obligatory if InspectionExecuted = YES)

	InspectionReason
	0-1
	Text
	4000
	Reasons why the ship should be inspected in next port and any other relevant information. (obligatory if InspectionExecuted = YES)

	InspectionResultInformation
	0-1
	
	
	InspectionResultInformation element node

	Deficiencies
	1
	Text
	4000
	Deficiencies found during inspection.

	ActionTaken
	1
	Text
	4000
	Description of the action(s) taken 

	InspectionAuthority
	1
	
	
	InspectionAuthority element node

	Name
	1
	Text
	255
	Name of the inspection authority

	Coordinates
	1
	Text
	255
	Co-ordinates of the inspection authority

	InspectionNoExecuted
	0-1
	
	
	Abandonment element node

	ReasonWhy
	1
	Text
	4000
	Reason why inspection was not executed (obligatory if InspectionExecuted = NO)

	AuthoritiesNotified
	0-1
	
	
	AuthoritiesNotified element node

	NextPortOfCall
	1
	Text
	5
	Location code of next port of call

	OtherAuthorities
	1
	Text
	4000
	Other Authorities notified 


New paragraph to be added before the “other alert information element” (page 146 of the XMLRG) and after the new “Inspection alert information element”

MS2SSN_Alert_Res.xml message, Continued

	NonConformity AlertInformation element
	The following table describes NonConformityAlertInformation element (returned if incident type = NonConformity):


	Item
	Occ
	Type
	Len
	Description

	NonConformityAlertInformation
	0-1
	Choice
	
	NonConformity n element node (if incident type = NonConformity)

	VesselIdentification
	1
	
	
	VesselIdentification element node (if ship identified)

	IMONumber
	0-1
	Text
	7
	IMO number of the vessel. Mandatory if MMSINumber not given.

	MMSINumber
	0-1
	Text
	9
	MMSI number of the vessel. Mandatory if IMONumber not given.

	CallSign
	0-1
	Text
	1-7
	Call sign of the vessel

	ShipName
	0-1
	Text
	1-35
	Name of the vessel

	VoyageInformation
	1
	
	
	VoyageInformation element node (if ship identified)

	PortofDeparture
	1
	Text
	5
	Location code of port of departure.

	PortOfDestination
	1
	Text
	5
	Location code of port of destination.

	TotalPersonsOnBoard
	1
	Int
	
	Total number of persons on board. 99999 if actually unknown.

	ETD
	1
	DT
	19
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of the estimated time when the ship left port.

	NonConformityInformation
	1
	
	
	NonConformity n element node. Used to describer the non-conformity

	NonConformityType
	0-1
	Enum
	
	-
Breach of VTS requirements,

-
Breach of MRS requirements,

-
Breach of PORT or HAZMAT
               notifications requirements (Art.
              4, 12 and 13 of the Directive)
-
Traffic separation schemes, 

-
Two-way routes, 

-
Recommended tracks, 

-
Areas to be avoided, 

-
Inshore traffic zones, 

-
Roundabouts, 

-
Precautionary areas and 

-
Deep-water routes, 

Mandatory if NonConformityTypeOthers is lacking.

	NonConformityTypeOthers
	0-1
	text
	
	Mandatory if NonConformityType is lacking.

	PlaceOfNonConformity
	1
	text
	20
	Name of place of non conformity

	Date/Time of NonConformity
	1
	DT
	19
	Date and time in ISO 8601 UTC format (YYYY-MM-DDThh:mm:ss) of the estimated time when the ship left port.

	ActionTaken
	0-1
	Enum
	
	· Fine imposed

· Flag State notification

· Operator /agent/ master notification

· No permission to enter port

· Detention

· No action 

Mandatory if ActionTakenOthers is lacking.

	ActionTakenOthers
	0-1
	Text
	4000
	Mandatory if ActionTaken is lacking.

	AuthoritiesNotified
	0-1
	
	
	AuthoritiesNotified element node

	NextPortOfCall
	0-1
	Text
	5
	Location code of next port of call

	OtherAuthorities
	0-1
	Text
	4000
	Other Authorities notified 


Extract from Section 3.8 – Get Alert Notification Details 
(page 149 of the XMLRG)

SSN2MS_Alert_Res.xml message

	Introduction
	The SSN2MS_Alert_Res.xml message is the final response sent by SafeSeaNet to a Member State requesting the incident notification details about a given incident type (data requester).

Please note that such kind of XML response (SSN2MS_<SSN_Tx_Type>_Res.xml) and its corresponding XML request (MS2SSN_<SSN_Tx_Type>_Req.xml) should only be implemented by a Member State if it wants to develop its own data requester interface instead of using the default browser-based web interface supplied by SSN.


	Structure of the Notification details
	Depending on the data provider capabilities (see p. …Error! Bookmark not defined.), the following element nodes of the XML message will be returned:


	If the data provider…
	Then the XML message contains the following nodes…

	is able to talk XML with SafeSeaNet
	…

<IncidentDetails…>


<SITREPAlertInformation …/> or


<POLREPAlertInformation …/> or


<WasteAlertInformation …/> or


<LostFoundContainersAlertInformation …/> or 
<Inspection …/> or


<NonConformity…/> or

<OtherAlertInformation …/> or

</IncidentDetails…>

…

	can only provide notification details as downloadable files
	…

<IncidentDetails…>


<Base64Details…/>

</IncidentDetails…>

…

	is only accessible via phone/fax/email
	…

<IncidentDetails…>


<ContactDetails…/>

</IncidentDetails…>

…


	Message description
	The following table describes the XML message used for the transaction. 


	Item
	Occ
	Type
	Len
	Description

	Header
	1
	
	
	Header Node

	Version
	1
	Text
	3
	SafeSeaNet request current version (‘1.6’)

	TestId
	0-1
	Text
	1-8
	Test Case identification. Only useful for testing.


Extract from Section 3.8 – Get Alert Notification Details (page 151 of the XMLRG)
Extract from Section 3.8 – Get Alert Notification Details (page 151 of the XMLRG), Continued

	Message description (continued)


	Item
	Occ
	Type
	Len
	Description

	SentAt
	1
	DT
	19
	Date and time (ISO 8601 UTC format) indicating when the incident has been notified to SafeSeaNet.

	From
	1
	Text
	5-8
	The name of the sender (data provider) of the incident notification (see p….).

	WasteAlertInformation
	0-1
	Choice
	
	WasteAlertInformation element node (if incident type = Waste). From incoming MS2SSN_Alert_Res.xml response (if any)

	…
	
	
	
	From corresponding MS2SSN_Alert_Res.xml response (if any)

	SITREPAlertInformation
	0-1
	Choice
	
	SITREPAlertInformation element node (if incident type = SITREP). From incoming MS2SSN_Alert_Res.xml response (if any)

	…
	
	
	
	From corresponding MS2SSN_Alert_Res.xml response (if any)

	POLREPAlertInformation
	0-1
	Choice
	
	POLREPAlertInformation element node (if incident type = POLREP). From incoming MS2SSN_Alert_Res.xml response (if any)

	…
	
	
	
	From corresponding MS2SSN_Alert_Res.xml response (if any)

	LostFoundContainersAlertInformation
	0-1
	Choice
	
	LostFoundContainersAlertInformation element node (if incident type = LostFoundContainers). From incoming MS2SSN_Alert_Res.xml response (if any)

	…
	
	
	
	From corresponding MS2SSN_Alert_Res.xml response (if any)

	Inspection
	0-1
	Choice
	
	InspectionAlertInformation element node (if incident type = Inspection) 

	…
	
	
	
	From incoming MS2SSN_Alert_Res.xml response (if any)

	NonConformity
	0-1
	Choice
	
	NonConformityAlertInformation element node (if incident type = NonConformity

	…
	
	
	
	 From incoming MS2SSN_Alert_Res.xml response (if any)

	OtherAlertInformation
	0-1
	Choice
	
	OtherAlertInformation element node (if incident type = Others). From incoming MS2SSN_Alert_Res.xml response (if any)

	…
	
	
	
	From corresponding MS2SSN_Alert_Res.xml response (if any)

	ContactDetails
	0-1
	Choice
	
	ContactDetails element. Mandatory when the data provider can only be reached by phone/fax/email (see p. ….)

	LastName
	0-1
	Text
	1-50
	Last name of the contact person

	FirstName
	0-1
	Text
	1-50
	First name of the contact person

	LoCode
	1
	Text
	5
	Location code of the contact person

	Phone
	1
	Text
	0-20
	Phone number of the contact person

	Fax
	1
	Text
	0-20
	Fax number of the contact person

	Email
	0-1
	Text
	0-50
	Email address of the contact person

	Base64Details
	0-1
	Choice
	
	Base64Details element. Mandatory when the data provider can only provide incident details as downloadable files (see p. … )
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