[image: image2.png]EMSA

/’European Maritime Safety Agency




SafeSeaNet WS 18
SSN 18/4/2
18 October 2012
version 1.00

SafeSeaNet Workshop no. 18
SSN 18/4/2 (v1.00)
Agenda Item IV
Lisbon, 20 September 2012
18 October 2012 
SAFESEANET TECHNICAL ASPECTS
SSN Deployment – New XML RG v. 2.07
Submitted by EMSA
	Summary
	The paper summarises the major changes in the new XML RG v2.07. The draft document is included for approval.


	Action to be taken
	As per paragraph 3

	Related documents
	a) Directive 2002/59/EC as amended, Annex III
b) Reports from HLSG6 and SSN 16 & 17
c) SSN 17/3/1




1. Background information
Draft XML RG (Version 2.07) contains the technical specifications for the new messaging framework, taking the following into account:

a. The phasing out of SSN version 1 Port and Hazmat notifications: as agreed during HLSG 6, v.1 Port and Hazmat notifications will be phased out by 14 December 2012
.
b. The improved SSN incident reporting (IR) structure: the proposal for improving IR (on a voluntary basis) that was agreed at SSN 17 was validated at HLSG 7. Three Member States confirmed their commitment to implement the new messaging framework as from 2013. The other Member States, not in a position to make this transition, have agreed to upgrade the current XML protocol (XML RG 2.06) by adjusting only the identified XML inconsistencies for IRs. As a result, two XML protocols will coexist: the new improved XML protocol, and the current XML protocol with adjustments related with inconsistencies.
In addition, taking the opportunity of this drafting process, voyage correlation rules (implemented in the SSN version 2.06 expected in production before SSN 18) have been also reflected in this XML Reference guide 2.07. They are available in Chapter 2 of the document. This insertion is addressing the action 9 of SSN 17 to identify the SSN central system business rules in the relevant documentation.
2. MAIN IMPACT
Draft XML RG version 2.07 is herein submitted to MSs in annex I for its validation by the SSN Group at SSN 18. If agreed, the application development will be launched just thereafter.

With respect to the phasing out of v1 Port and Hazmat messages, the process involves the removal of the messages and the associated business logic:

· Removal of the XML interface for v1 Hazmat and Port notification messages.
· Removal of web pages, and of hyperlinks to the v1 Hazmat and Port notification messages from the web-based textual interface.
· Review of the voyage correlation rules to remove any constraint or consideration linked to v1 Port and Hazmat notifications.
From 14th December 2012 until SSN V2.07 will be in production, the phasing out of Hazmat and Port notifications will be achieved by removing the associated access rights from the SSN management console (a dedicated script will be applied by EMSA to uncheck these marks for all SSN users).
The changes relating to the new IR framework are following the logic agreed at SSN 17 (see document SSN 17/3/1):
· Implementation of the new IR messages and consequent amendments to the SSN business logic on a voluntary basis.
· Provision of acknowledgment messages when incident reports are distributed via XML and warning emails when distribution failures occur.
· Backward compatibility with respect to the v1 alert messaging framework together with the new IR notification messages via XML and the Web (both textual and graphical). More information about this topic is included in the annex II and in the dedicated section of the draft XML RG 2.07.
· Fixing XML RG/XSD inconsistencies in order to resolve existing inconsistencies in notifications, request and response messages.
The diagram below shows the agreed timing for implementing the new framework in the central SSN system.
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3. ACTION REQUIRED

Member States are invited to approve the attached draft XML RG (Version 2.07).
Attachments:
Annex I: Draft SSN XML RG 2.07 (provided a separate electronic document).
Annex II: Details on the backward compatibility
ANNEX II
DETAILS ON THE BACKWARD COMPATIBILITY FOR THE EXCHANGE OF INCIDENT REPORTS IN ACCORDANCE WITH XML RG 2.07
Introduction

This annex aims at providing some clarification on the way the backward compatibility will be implemented between the new IR protocol and the existing XML protocol (as amended) in accordance with XML RG 2.07 .

Further technical details on the topic are available at the specific sections of the XML RG 2.07 (3.10 and 3.12).

General concept

Backward compatibility expresses the capability to serve the request/response mechanism using the aforementioned protocol. Some scenarios have been foreseen.

SCENARIO 1: Request for details using the old protocol

A Member State using the old protocol may ask SSN to get the details for a given Alert/IncidentReport sending a MS2SSN_Alert_Req XML message. Based on the current business logic, this request is supposed to provide the latest Incident report on the basis of the “SentAt” attribute.

Two cases are envisaged:

Case 1: the original data provider notified the alert with the old XML protocol.

The work flow is the existing request/response mechanism (section 3.9 of the XML RG 2.06). No backward compatibility is needed.

Case 2: the original data provider has implemented the new IR protocol.

The XML data requestor using the old protocol is expected to receive back from the Central SSN only the information compliant to the SSN2MS_Alert_Res XML message.

Depending on the data provider capabilities, the following possibilities are envisaged:

· If the data provider provides full XML details, then the (old) XML response will not include the improved set of information available in the new protocol (such as the IR distribution list, the associated IRs, the feedbacks etc…).
· Some pieces of information related to the “waste” incident will not be available because the underlined attributes of the old protocol as below are not included in the new protocol:
	Element
	Attribute
	Occ

	AuthorityNotified
	0-1

	 
	NextPortOfCall
	0-1

	
	OtherAuthorities
	0-1


· The attribute “Coordinates” (element: InspectionAuthority) is mandatory in the old response but is not included in the new protocol. Then, the attributes “Phone” (occ. 1), “Fax” (occ. 0-1) and “email” (occ. 0-1) of the new protocol will be concatenated in the attribute “Coordinates” in the response.

· In the new protocol the geographic positions can be provided in 3 ways: latitude/longitude; sea area or bearing/distance from a mark. If the data provider quotes the elements “Area” or “BearingDistance” and the incident is a SITREP then the Alert_Res message will quote the dummy value “0” in both the mandatory attributes “Latitude” and “Longitude”.
SCENARIO 2: Request for information using the new protocol

A Member State using the new protocol may collect information through the new 4 queries as described in the XML RG 2.07 (section 3.6):

	1
	AllIRsOfSelectedShip
	Data related to all the IRs concerning a selected ship (on the basis of the "ShipIdentificationCriteria" element). The query will provide the full details.

	2
	SpecificTypesIRsOfSelectedShip
	Data related to the IRs of a specific type(s) concerning a selected ship (on the basis of the "ShipIdentificationCriteria" element). The query will provide the full details.

	3
	IRsForSpecificPort
	Data related to all the IRs concerning ships bounding/leaving a specific port (on the basis of the "GeographicCriteria"). The query will provide the full details.

	4
	GetSpecificIR
	Data related to the specific IR as identified by "IncidenID". The query provides full details


Queries number 1, 2 and 3 will provide information concerning the latest 10 alert/incidents.
It is worth noting that the performance in retrieving details provided depends on the time out configuration as implemented by the requestor. If the data provider does not respond with the details within the TimeOut parameter value, only the information available in the MS2SSN_Alert_Notification will be quoted in the response (SSN2MS_IncidentReport_Res).

In order to ensure backward compatibility, the new request mechanism implemented in SSN also allows retrieving the information notified with both the old and the new XML protocol.

Depending on how the alert/incident has been notified the new response will collect the following information:

Case 1: the incident has been notified with the new XML protocol

No backward compatibility is needed.
Case 2: the alert has been notified with the old XML protocol

For backward compatibility purposes, once the new request will be done, the central SSN system will request (SSN2MS_Alert_Req XML) the relevant details from the owner of data.

Some issues were identified during the mapping of the relevant elements within the old XML protocol
:

· Some pieces of information related to the “waste” alert (underlined) will not be retrieved by the new protocol even if available in the old message as depicted in the following table:
	Element
	Attribute
	Occ

	AuthorityNotified
	0-1

	 
	NextPortOfCall
	0-1

	
	OtherAuthorities
	0-1


· The additional attribute “Coordinates” will be included in the new response message in the InspectionAuthority element (this will prevent the loss of pieces of information in case of “waste” alerts).

· If the alert is a SITREP, a new business rule is introduced to enforce the backward compatibility: the “Longitude” and “Latitude” attributes in the old protocol will be referred to the “ShipPositionAtTimeOfReporting” element in the new response.
Case 3: the details are available only via an attached document

The new protocol will retrieve the Base64 document. No impact is expected.

Case 4: the old protocol includes only phone/fax contact details 

Phone/Fax details included in the MS2SSN_Alert_Notification will be provided in the response. To this end, the phone/fax contacts available in the MS2SSN_Alert_Notification will be mapped in the attributes defined under the “AuthorityReportingIncident” element.
� 	Port and Hazmat requests will be phased out by 12 December 2013. With this regard, a new XML RG will be prepared.


� It should be noted that the analysis process is still on-going. Additional issues might be detected.
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